
Betraying  the  Constitution:
Who Will Protect Us from an
Unpatriotic Patriot Act?
by John W. Whitehead
December 02, 2019
Source
 

 

“It is the responsibility of the patriot to protect his
country from its government.”—Thomas Paine

While Congress subjects the nation to its impeachment-flavored
brand  of  bread-and-circus  politics,  our  civil  liberties
continue to die a slow, painful death by a thousand cuts.

Case  in  point:  while  Americans  have  been  fixated  on  the
carefully  orchestrated  impeachment  drama  that  continues  to
monopolize  headlines,  Congress  passed  and  President  Trump
signed into law legislation extending three key provisions of
the USA Patriot Act, which had been set to expire on December
15, 2019.

Once again, to no one’s surprise, the bureaucrats on both
sides of the aisle—Democrats and Republicans alike—prioritized
political  grandstanding  over  principle  and  their  oath  of
office to protect and defend the Constitution.

As Congressman Thomas Massie (R-Ky.) predicted:

Today, while everyone is distracted by the impeachment drama,
Congress will vote to extend warrantless data collection
provisions of the #PatriotAct, by hiding this language on
page 25 of the Continuing Resolution (CR) that temporarily
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funds the government. To sneak this through, Congress will
first vote to suspend the rule which otherwise gives us (and
the people) 72 hours to consider a bill. The scam here is
that Democrats are alleging abuse of Presidential power,
while simultaneously reauthorizing warrantless power to spy
on citizens that no President should have… in a bill that
continues to fund EVERYTHING the President does… and waiving
their own rules to do it. I predict Democrats will vote on a
party line to suspend the 72 hour rule. But after the rule is
suspended,  I  suspect  many  Republicans  will  join  most
Democrats to pass the CR with the Patriot Act extension
embedded in it.

Massie was right: Republicans and Democrats have no problem
joining forces in order to maintain their joint stranglehold
on power.

The legislation passed the Senate with a bipartisan 74-to-20
vote. It squeaked through the House of Representatives with
a 231-192 margin. And it was signed by President Trump—who
earlier this year floated the idea of making the government’s
surveillance powers permanent—with nary a protest from anyone
about its impact on the rights of the American people.

Spending bill or not, it didn’t have to shake down this way,
even  with  the  threat  of  yet  another  government  shutdown
looming.

Congress  could  have  voted  to  separate  the  Patriot  Act
extension from the funding bill, as suggested by Rep. Justin
Amash,  but  that  didn’t  fly.  Instead  as  journalist  Norman
Solomon writes for Salon, “The cave-in was another bow to
normalizing the U.S. government’s mass surveillance powers.”

That, right there, is the key to all of this: normalizing the
U.S. government’s mass surveillance powers.

In the 18 years since the USA Patriot Act—a massive 342-page
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wish list of expanded powers for the FBI and CIA—was rammed
through Congress in the wake of the so-called 9/11 terror
attacks, it has snowballed into the eradication of every vital
safeguard against government overreach, corruption and abuse.

The Patriot Act drove a stake through the heart of the Bill of
Rights,  violating  at  least  six  of  the  ten  original
amendments—the First, Fourth, Fifth, Sixth, Seventh and Eighth
Amendments—and  possibly  the  Thirteenth  and  Fourteenth
Amendments,  as  well.

The Patriot Act also redefined terrorism so broadly that many
non-terrorist political activities such as protest marches,
demonstrations  and  civil  disobedience  are  now  considered
potential terrorist acts, thereby rendering anyone desiring to
engage in protected First Amendment expressive activities as
suspects of the surveillance state.

The Patriot Act justified broader domestic surveillance, the
logic being that if government agents knew more about each
American,  they  could  distinguish  the  terrorists  from  law-
abiding citizens—no doubt a reflexive impulse shared by small-
town police and federal agents alike.

This, according to Washington Post reporter Robert O’Harrow,
Jr.,  was  a  fantasy  that  “had  been  brewing  in  the  law
enforcement world for a long time.” And 9/11 provided the
government with the perfect excuse for conducting far-reaching
surveillance and collecting mountains of information on even
the most law-abiding citizen.

Federal  agents  and  police  officers  are  now  authorized  to
conduct covert black bag “sneak-and-peak” searches of homes
and offices while you are away and confiscate your personal
property without first notifying you of their intent or their
presence.

The law also granted the FBI the right to come to your place
of employment, demand your personal records and question your



supervisors and fellow employees, all without notifying you;
allowed the government access to your medical records, school
records and practically every personal record about you; and
allowed the government to secretly demand to see records of
books or magazines you’ve checked out in any public library
and Internet sites you’ve visited (at least 545 libraries
received such demands in the first year following passage of
the Patriot Act).

In the name of fighting terrorism, government officials are
now permitted to monitor religious and political institutions
with no suspicion of criminal wrongdoing; prosecute librarians
or keepers of any other records if they tell anyone that the
government  has  subpoenaed  information  related  to  a  terror
investigation;  monitor  conversations  between  attorneys  and
clients;  search  and  seize  Americans’  papers  and  effects
without  showing  probable  cause;  and  jail  Americans
indefinitely  without  a  trial,  among  other  things.

The  federal  government  also  made  liberal  use  of  its  new
powers,  especially  through  the  use  (and  abuse)  of  the
nefarious national security letters, which allow the FBI to
demand  personal  customer  records  from  Internet  Service
Providers, financial institutions and credit companies at the
mere say-so of the government agent in charge of a local FBI
office and without prior court approval.

In  fact,  since  9/11,  we’ve  been  spied  on  by  surveillance
cameras,  eavesdropped  on  by  government  agents,  had  our
belongings searched, our phones tapped, our mail opened, our
email  monitored,  our  opinions  questioned,  our  purchases
scrutinized (under the USA Patriot Act, banks are required to
analyze  your  transactions  for  any  patterns  that  raise
suspicion and to see if you are connected to any objectionable
people), and our activities watched.

We’re also being subjected to invasive patdowns and whole-body
scans of our persons and seizures of our electronic devices in



the nation’s airports. We can’t even purchase certain cold
medicines at the pharmacy anymore without it being reported to
the government and our names being placed on a watch list.

It’s only getting worse, folks.

Largely due to the continuous noise from television news’
talking heads, most Americans have been lulled into thinking
that the pressing issues are voting in the next election, but
the real issue is simply this: the freedoms in the Bill of
Rights are being eviscerated.

The  Constitution  has  been  steadily  chipped  away  at,
undermined, eroded, whittled down, and generally discarded to
such an extent that what we are left with today is but a
shadow of the robust document adopted more than two centuries
ago. Most of the damage has been inflicted upon the Bill of
Rights—the  first  ten  amendments  to  the  Constitution—which
historically served as the bulwark from government abuse.

Set against a backdrop of government surveillance, militarized
police, SWAT team raids, asset forfeiture, eminent domain,
overcriminalization,  armed  surveillance  drones,  whole  body
scanners, stop and frisk searches and the like—all sanctioned
by Congress, the White House and the courts—a recitation of
the Bill of Rights would understandably sound more like a
eulogy to freedoms lost than an affirmation of rights we truly
possess.

We can pretend that the Constitution, which was written to
hold  the  government  accountable,  is  still  our  governing
document. However, the reality we must come to terms with is
that in the America we live in today, the government does
whatever it wants, freedom be damned.

What once were considered inalienable, fundamental “rights”
 are now mere privileges to be taken away on a government
bureaucrat’s say-so.



To those who have been paying attention, this should come as
no real surprise.

As I make clear in my book Battlefield America: The War on the
American People, the Constitution has been on life support for
some time now, and is drawing its final breaths.

The American government, never a staunch advocate of civil
liberties, has been writing its own orders for some time now.
Indeed, as the McCarthy era and the wiretapping of Martin
Luther  King  Jr.  and  others  illustrates,  the  government’s
amassing of power, especially in relation to its ability to
spy on Americans, predates the passage of the Patriot Act in
2001.

What the Patriot Act and its subsequent incarnations did was
legitimize what had previously been covert and frowned upon as
a violation of Americans’ long-cherished privacy rights.

After all, the history of governments is that they inevitably
overreach.

Thus, enabled by a paper tiger Congress, the president and
other agencies of the federal government have repeatedly laid
claim to a host of powers, among them the ability to use the
military  as  a  police  force,  spy  on  Americans  and  detain
individuals without granting them access to an attorney or the
courts. And as the government’s powers have grown, unchecked,
the  American  people  have  gradually  become  used  to  these
relentless intrusions into their lives.

In  turn,  the  American  people  have  become  the  proverbial
boiling  frogs,  so  desensitized  to  the  government’s  steady
encroachments on their rights that civil liberties abuses have
become par for the course.

Yet as long as government agencies are allowed to make a
mockery  of  the  very  laws  intended  to  limit  their  reach,
curtail their activities, and guard against the very abuses to

https://www.amazon.com/Battlefield-America-War-American-People/dp/1590793099
https://www.amazon.com/Battlefield-America-War-American-People/dp/1590793099


which we are being subjected on a daily basis, our individual
freedoms  will  continue  to  be  eviscerated  so  that  the
government’s  powers  can  be  expanded,  the  Constitution  be
damned.

VICTORY! Federal Court Rules
Suspicionless  Searches  of
Travelers’ Phones and Laptops
Unconstitutional
by Activist Post
November 12, 2019
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In a major victory for privacy rights at the border, a federal
court in Boston ruled today that suspicionless searches of
travelers’ electronic devices by federal agents at airports
and other U.S. ports of entry are unconstitutional.

The ruling came in a lawsuit, Alasaad v. McAleenan, filed by
the American Civil Liberties Union (ACLU), Electronic Frontier
Foundation (EFF), and ACLU of Massachusetts, on behalf of 11
travelers whose smartphones and laptops were searched without
individualized suspicion at U.S. ports of entry.

“This  ruling  significantly  advances  Fourth  Amendment
protections for millions of international travelers who enter
the  United  States  every  year,”  said  Esha  Bhandari,  staff
attorney  with  the  ACLU’s  Speech,  Privacy,  and  Technology
Project. “By putting an end to the government’s ability to
conduct suspicionless fishing expeditions, the court reaffirms
that the border is not a lawless place and that we don’t lose
our privacy rights when we travel.”

“This is a great day for travelers who now can cross the
international border without fear that the government will, in
the  absence  of  any  suspicion,  ransack  the  extraordinarily
sensitive information we all carry in our electronic devices,”
said Sophia Cope, EFF Senior Staff Attorney.

The district court order puts an end to Customs and Border
Control (CBP) and Immigration and Customs Enforcement (ICE)
asserted authority to search and seize travelers’ devices for
purposes far afield from the enforcement of immigration and
customs  laws.  Border  officers  must  now  demonstrate
individualized suspicion of illegal contraband before they can
search a traveler’s device.

The number of electronic device searches at U.S. ports of
entry  has  increased  significantly.  Last  year,
CBP conducted more than 33,000 searches, almost four times the
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number from just three years prior.

International travelers returning to the United States have
reported numerous cases of abusive searches in recent months.
While  searching  through  the  phone  of  Zainab  Merchant,  a
plaintiff in the Alasaad case, a border agent knowingly rifled
through  privileged  attorney-client  communications.  An
immigration  officer  at  Boston  Logan
Airport  reportedly  searched  an  incoming  Harvard  freshman’s
cell phone and laptop, reprimanded the student for friends’
social media postings expressing views critical of the U.S.
government, and denied the student entry into the country
following the search.

For the order:
https://www.eff.org/document/alasaad-v-nielsen-summary-judgmen
t-order

For more on this case:
https://www.eff.org/cases/alasaad-v-duke

For more about border searches:
https://www.eff.org/issues/border-searches
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Yes, biometric ID is rolling out in India and over a billion
people are being locked away behind its electronic bars.

 

Whenever they talk about India and its “inevitable” rise to
world  economic  dominance,  establishment  hacks  like  Thomas
“Iraq War booster” Friedman always seem compelled to note that
the country is “the world’s largest democracy.” They might
want to talk to the residents of the now-defunct Jammu &
Kashmir before invoking that phrase, but the underlying point
seems to be that India—with its growing economic might and
vibrant,  functional  parliamentary  system—can  provide  a
freedom-respecting alternative to the Chinese communist model
for economic development and industrialization.

The pundits are, as usual, half right. India is being used as
a testing ground and a potential model for the developing
nations to follow . . . but that model has nothing to do with
freedom.  Rather  than  building  some  sort  of  system  for
protecting and fostering the rights of the individual, the
Indian government has been quietly erecting the walls of the
world’s largest biometric prison.

A recent story out of India puts the bars of this prison in
perspective. Last month a “citizenship check” left nearly two
million people in a legal limbo that could see them become
stateless foreigners in danger of imprisonment and deportation
from the country of their birth. The check took place in
Assam,  an  Indian  state  fraught  with  its  own  history  of
conflict and tension between Hindus and Muslims.

The larger story is fascinating, but suffice it to say the
fast-growing Assamese Muslim minority—despite including many
native-born  locals—is  being  cast  as  an  immigrant  invading
force  supplied  by  influxes  of  migrants  from  neighboring
Bangladesh. The citizenship check is the result of an accord
that was struck after a particularly violent anti-immigrant
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pogrom in the 1980s that saw hundred (or thousands, depending
on the source) of Muslim migrants killed. To appease the local
Assamese population, the government promised to perform a mass
citizenship check to oust the illegal immigrants.

Only now, three decades later, is this being done, and it is
not difficult to see why: Prime Minister Modi and the populist
Hindu nationalist wave that he and his BJP party are riding
see it as another battlefront in their war against the Indian
Muslim minority.

As one might imagine, the scene has descended into chaos, with
some local Assamese who were born in Assam and lived there all
their lives finding that they are not on the official citizen
roll  and  thus  are  in  danger  of  being  declared  stateless
migrants and deported. The Indian authorities are now building
new prisons in the state to house thousands of these newly
displaced people while they are processed and sent out of the
country.

All of which brings us back to the biometric prison idea. As
you may or may not know, the Indian government has spent the
last decade enrolling over one billion people in the largest
biometric  database  ever  constructed.  Dubbed  “Aadhaar”  and
sporting a logo which combines a fingerprint with the rays of
the sun, the database involves the collection of a digital
photograph, ten fingerprints, and iris scans of every man,
woman and child in India. The information is used to create a
unique 12-digit number which, tied to an Aadhaar card, serves
as a form of national identification.

Well, there you go! The perfect solution to the conundrum in
Assam, right? Why not just tie the Aadhaar database to the
citizenship  rolls  and  immediately  revoke  the  national
identification from anyone not on the list? Well, in fact,
that has been the plan all along. In Assam, unlike other parts
of India, the Aadhaar identification would not just be a proof
of residence, but would be tied to the National Register of
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Citizens.

There’s just one catch: Assam has been far behind in their
enrollment of citizens into the Aadhaar program. In fact, some
districts only began enrolling citizens late last year.

The  underlying  propaganda  narrative  in  this  situation  is
evident to all. The immense and hitherto impossible task of
registering, databasing and tracking over one billion people
is now finally within the Indian government’s grasp. No longer
can those like the born-and-bred Assamese who find they’ve
been left off the citizenship roll simply blend into the vast
Indian crowds and continue on with their lives. Now they will
be instantly flagged whenever they are forced to use their
Aadhaar card to identify themselves.

And it is not only the authorities in Assam who are feeling
the benefits of being wardens in this vast biometric prison.
Any  number  of  authoritarians  ensconced  in  the  Indian
bureaucracy are touting the benefits of this revolutionary
system of control.

Take the tax office, for example. In April of this year it
became mandatory for all Indians to link their PAN card—a
“permanent account number” in the form of a unique ten-digit
identifier on a laminated card required by the income tax
department for all tax filings—to the 12-digit Aadhaar number.
Now every Indian’s taxes will be linked directly to their
biometric identification.

And the push is on to link this biometric ID to every other
aspect of people’s lives . . . all in the name of convenience,
of course.

How else to deal with the problem of people jumping India’s
notoriously overcrowded trains or the touts that scalp tickets
for crowded train cars? By issuing biometrics-based tickets,
of course!
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And you don’t want to pay with cumbersome cash, do you? Why go
through  all  the  hassle  of  using  an  anonymous,  portable,
untrackable payment method when you can use a handy dandy
payment app that is directly linked to your national biometric
ID?

And best of all for the psychopaths in charge, this Orwellian
system  of  control  is  cheap,  easy  and  risk-free!  I  mean,
disregarding the fact that the Aadhaar database has already
been breached and exposed one-fifth of the world’s population
to identity theft. But what’s a totalitarian omelette without
a few broken eggs (and by “few” I mean “billion” and by “eggs”
I mean “people”)?

Yes, biometric ID is rolling out in India and over a billion
people are being locked away behind its electronic bars. Keep
this in mind the next time you see a blithering blowhard
bloviating  about  “the  world’s  largest  democracy”  and
pretending  to  worry  about  China’s  social  credit  score.

53,000 Blinding, Frying, and
Spying  LED  Streetlights
Installed in Oahu
by B.N. Frank
October 2, 2019
Source

 

Health experts – including the American Medical Association –
have been warning for many years now about biological and
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environmental risks associated with LED streetlights.  This
has been reported by the mainstream media and other sources.

Many  people  have  been  replacing  LED  bulbs  in  their
homes because of health warnings.  Communities continue to
install  them  anyway  in  streetlights  despite  risks  and
opposition  (see  1,  2).

From Hawaii Now:

On Tuesday, city leaders were joined at Honolulu Hale by
Hawaii Energy and Johnson Controls to announce the completion
of work to install some 53,000 LED streetlights in Oahu
neighborhoods.

It’s a change that will likely save millions per year in
utility costs.

“LED lights make the streets brighter. Now why do we like
this? I think it’s obvious to most people. A brighter street
is a safer street – for pedestrians maybe crossing, for
people driving down the street, and also to cut down on
crime,” Mayor Caldwell said.

Work to convert the street lights began in November 2017.

[…]

According to the city, the $46.6 million project was financed
through Johnson Controls, so the city did not expend any
upfront funds.
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LED streetlights also have surveillance capabilities.  There’s
been opposition reported about that as well.

Activist Post regularly reports about issues associated with
LED light bulbs used for street lights, vehicle headlights,
and everything else.  For more information visit our archives.

5G  Wireless:  A  Ridiculous
Front for Global Control
by Jon Rappoport
September 9, 2019
Source

 

First, a few quotes to give a bit of background.

5G speed, for people who must download a whole season of their
favorite show in two seconds:

“It’s the next (fifth) generation of cellular technology which
promises  to  greatly  enhance  the  speed,  coverage  and
responsiveness of wireless networks. How fast are we talking
about?  Think  10  to  100  times  speedier  than  your  typical
cellular connection, and even faster than anything you can get
with  a  physical  fiber-optic  cable  going  into  your  house.
(You’ll be able to download a season’s worth of ‘Stranger
Things’ in seconds.)” [CNET.com]

Lunatic 5G installation of small transmitters packed close
together every few hundred feet:

“The next big thing in cellular technology, 5G, will bring
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lightning-fast wireless Internet — and thousands of antenna-
topped poles to many neighborhoods where cell towers have long
been banned.”

“Wireless companies are asking Congress and state lawmakers to
make it easier to install the poles by preempting local zoning
laws that often restrict them, particularly near homes. The
lobbying  efforts  have  alarmed  local  officials  across  the
country. They say they need to ensure that their communities
do  not  end  up  with  unsightly  poles  cluttering  sidewalks,
roadsides and the edges of front yards.”

“They also are hearing from residents worried about possible
long-term health risks. Until now, much of the cell equipment
that emits radio-frequency energy has been housed on large
towers  typically  kept  hundreds  of  feet  from  homes  [also
harmful to health]. The new ‘small cell’ technology uses far
more antennas and transmitters that are smaller and lower-
powered,  but  clustered  closer  together  and  lower  to  the
ground.” [The Washington Post]

I keep hammering on this 5G issue, because it contains the
blueprint of a future only elite madmen want.

For the rest of us, it’s a catastrophe in the making.

I’ve  covered  the  extreme  health  dangers  of  5G  in  another
article. Here, I want to flesh out the hidden agenda.

A  few  decades  ago,  a  movement  was  started  to  create  an
interconnected power grid for the whole planet. We were told
this would be the only way to avoid wasting huge amounts of
electricity and, voila, bring all nations and all people into
a modern 21st century.

But now, it’s a different story, a classic bait and switch.
The bait was the promise of One Grid for all. The switch is
what 5G will bring us:
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100 billion or more NEW devices online, all connected to the
Internet and the Cloud. What could be more wasteful? What
could be more ridiculous? This is the opposite of sane energy
use.

Who really cares whether his 5G-connected refrigerator keeps
track of the food items inside it and orders new items when
the supply dwindles? Who has to have a 5G driverless car that
takes him to work? Who must have a 5G stove that senses what
is being cooked and sets the temperature for four minutes? Who
lives and who dies if a washing machine doesn’t measure how
much soap is stored inside and doesn’t order new soap? Who is
demanding a hundred devices in his home that spy on him and
record his actions?

With 5G, the ultimate goal is: every device in every home that
uses energy will be “its own computer,” and the planetary grid
will connect ALL these devices to a monitoring and regulating
Energy Authority.

As Patrick Wood details in his classic, Technocracy Rising,
that worldwide Energy Authority was the dream of the men who
launched the Technocracy movement, in America, in the 1930s.

They set out the key requirements—which weren’t technically
possible then, but are quite doable now: continuous real-time
measuring of both energy production and energy use from one
end of the planet to the other…

So that both energy production and energy consumption could be
controlled. “For the good of all,” of course.

5G is the technology for making this happen.

The Globalists: “We’re promising a stunning long-range future
of ‘automatic homes’, where everything is done for you. But
really, that’s the cover story. Ultimately, we want to be able
to measure every unit of energy used by every device in every
home—and through AI, regulate how much energy we will let

https://amzn.to/34uOtiB


every individual consume, moment to moment. We control energy.
We are the energy masters. If you want to run and operate and
dominate the world, you control its energy.”

Terms  and  projects  like  smart  grid,  smart  meters,
sustainability, Agenda 21, smart cities, climate change—all
this  is  Technocratic  planning  and  justification  for  Rule
through Energy.

The beginning of an actual rational plan for energy would
start this way: DUMP 5G. Dump the whole plan of installing
small transmitter-cells on buildings and homes and trees and
lampposts and fences all over the planet. Forget it. Don’t
bring 100 billion new devices online. Aside from the extreme
health dangers, it’s ridiculously expensive. It’s on the order
of saying we need thousand-foot robots standing on sidewalks
washing the windows of office buildings.

If some movie star wants to install 30 generators on his
property and have engineers build him an automatic home, where
he can sit back, flip a switch, and have three androids carry
him into his bathtub and wash him and dry him, fine. But
planning a smart city? Who voted for that? Who gave informed
consent? Nobody.

A global Energy Authority, of course, is going to decide that
a small African country needs to be given much more energy,
while Germany or France or the US will have to sacrifice
energy  for  the  cause  of  social  justice.  But  this  is  yet
another con, because you won’t see government cleaning up the
contaminated water supplies of that small African country, or
installing  modern  sanitation,  or  curtailing  the  forced
movement  of  populations  into  poverty-stricken  cities,  or
reclaiming  vast  farm  land  stolen  by  mega-corporations  and
giving that land back to local farmers.

The whole hidden purpose of an Energy Authority is control.

And because the Authority is Globalist and Technocratic, it



aims to lower energy use in industrial nations and help wreck
their economies, making it much easier to move in and take
over those countries.

Who in his right mind would propose a wireless system that
relies on many, many, many cells/transmitters placed closely
to each other, all over the world? This system would be far
more vulnerable to physical disruption than the present 4G.

You can find many articles that claim the US military must
have  5G  for  their  most  advanced  planes—and  for  their
developing AI-controlled weapons. How does that work? Where
will all the transmitter/cells be placed on the ground and in
the air?? Something is missing here. Is there another version
of 5G we’re not being told about? Is geoengineering of the
atmosphere the means for tuning up space so 5G signals can be
passed along without cells/transmitters?

Part of the US obsession to bring 5G online quickly stems from
competition with China, which at the moment is in the lead on
developing and exporting the technology. “If China has it, we
have to have it sooner and better.” This attitude sidesteps
the issue of why we must have 5G in the first place.

And  now  there  are  reports  that  the  US  government  is
considering a plan to build the whole 5G network itself—rather
than leaving the job to corporations. Of course, a few favored
companies (like Google) would be chosen by the government in a
non-bid situation to provide VERY significant help. If such a
plan were to launch, we would have a very tight club at the
top of the communications and energy pyramid. And that club
would maximize 5G to expand already-saturated surveillance of
populations.

Wouldn’t you—if you had nothing better to do than control the
world?



Is  the  U.S.  Government  the
Enemy  of  the  People?
America’s  Lost  Liberties,
Post-9/11
Source: The Rutherford Institute

by John W. Whitehead
September 3, 2019

 

“These  are  the  times  that  try  men’s  souls.”  ―  Thomas
Paine,  The  American  Crisis

Take heed, America.

Our losses are mounting with every passing day.

What began with the post-9/11 passage of the USA Patriot Act 
has snowballed into the eradication of every vital safeguard
against government overreach, corruption and abuse.

The  citizenry’s  unquestioning  acquiescence  to  anything  the
government wants to do in exchange for the phantom promise of
safety and security has resulted in a society where the nation
is  being  locked  down  into  a  militarized,  mechanized,
hypersensitive,  legalistic,  self-righteous,  goose-stepping
antithesis  of  every  principle  upon  which  this  nation  was
founded.

Set against a backdrop of government surveillance, militarized
police, SWAT team raids, asset forfeiture, eminent domain,
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overcriminalization,  armed  surveillance  drones,  whole  body
scanners, stop and frisk searches, police violence and the
like—all of which have been sanctioned by Congress, the White
House and the courts—our constitutional freedoms have been
steadily chipped away at, undermined, eroded, whittled down,
and generally discarded.

The  rights  embodied  in  the  Constitution,  if  not  already
eviscerated, are on life support.

Free speech, the right to protest, the right to challenge
government  wrongdoing,  due  process,  a  presumption  of
innocence,  the  right  to  self-defense,  accountability  and
transparency  in  government,  privacy,  press,  sovereignty,
assembly, bodily integrity, representative government: all of
these and more have become casualties in the government’s war
on the American people, a war that has grown more pronounced
since 9/11.

Indeed, since the towers fell on 9/11, the U.S. government has
posed a greater threat to our freedoms than any terrorist,
extremist or foreign entity ever could.

While nearly 3,000 people died in the 9/11 attacks, the U.S.
government and its agents have easily killed at least ten
times that number of civilians in the U.S. and abroad since
9/11 through its police shootings, SWAT team raids, drone
strikes and profit-driven efforts to police the globe, sell
weapons to foreign nations (which too often fall into the
hands of terrorists), and foment civil unrest in order to keep
the military industrial complex gainfully employed.

The American people have been treated like enemy combatants,
to be spied on, tracked, scanned, frisked, searched, subjected
to all manner of intrusions, intimidated, invaded, raided,
manhandled, censored, silenced, shot at, locked up, denied due
process, and killed.

In  allowing  ourselves  to  be  distracted  by  terror  drills,



foreign  wars,  color-coded  warnings,  underwear  bombers  and
other carefully constructed exercises in propaganda, sleight
of hand, and obfuscation, we failed to recognize that the U.S.
government—the  government  that  was  supposed  to  be  a
“government of the people, by the people, for the people”—has
become the enemy of the people.

This is a government that has grown so corrupt, greedy, power-
hungry and tyrannical over the course of the past 240-plus
years that our constitutional republic has since given way
to idiocracy, and representative government has given way to
a  kleptocracy  (a  government  ruled  by  thieves)  and
a  kakistocracy  (a  government  run  by  unprincipled  career
politicians,  corporations  and  thieves  that  panders  to  the
worst vices in our nature and has little regard for the rights
of American citizens).

This is a government that, in conjunction with its corporate
partners, views the citizenry as consumers and bits of data to
be bought, sold and traded

This is a government that spies on and treats its people as if
they have no right to privacy, especially in their own homes.

This  is  a  government  that  is  laying  the  groundwork  to
weaponize the public’s biomedical data as a convenient means
by which to penalize certain “unacceptable” social behaviors.
Incredibly, as part of a proposal being considered by the
Trump  Administration,  a  new  government  agency  HARPA  (a
healthcare  counterpart  to  the  Pentagon’s  research  and
development arm DARPA) will take the lead in identifying and
targeting “signs” of mental illness or violent inclinations
among the populace by using artificial intelligence to collect
data from Apple Watches, Fitbits, Amazon Echo and Google Home.

This  is  a  government  that  routinely  engages  in  taxation
without representation, whose elected officials lobby for our
votes only to ignore us once elected.
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This  is  a  government  comprised  of  petty
bureaucrats,  vigilantes  masquerading  as  cops,  and  faceless
technicians.

This is a government that railroads taxpayers into financing
government programs whose only purpose is to increase the
power and wealth of the corporate elite.

This  is  a  government—a  warring  empire—that  forces  its
taxpayers to pay for wars abroad that serve no other purpose
except to expand the reach of the military industrial complex.

This  is  a  government  that  subjects  its  people  to  scans,
searches, pat downs and other indignities by the TSA and VIPR
raids on so-called “soft” targets like shopping malls and bus
depots by black-clad, Darth Vader look-alikes.

This is a government that uses fusion centers, which represent
the combined surveillance efforts of federal, state and local
law enforcement, to track the citizenry’s movements, record
their conversations, and catalogue their transactions.

This is a government whose wall-to-wall surveillance has given
rise to a suspect society in which the burden of proof has
been reversed such that Americans are now assumed guilty until
or unless they can prove their innocence.

This is a government that treats its people like second-class
citizens  who  have  no  rights,  and  is  working  overtime  to
stigmatize and dehumanize any and all who do not fit with the
government’s plans for this country.

This  is  a  government  that  uses  free  speech  zones,  roving
bubble  zones  and  trespass  laws  to  silence,  censor  and
marginalize Americans and restrict their First Amendment right
to speak truth to power. The kinds of speech the government
considers  dangerous  enough  to  red  flag  and  subject  to
censorship,  surveillance,  investigation,  prosecution  and
outright elimination include: hate speech, bullying speech,
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intolerant speech, conspiratorial speech, treasonous speech,
threatening  speech,  incendiary  speech,  inflammatory  speech,
radical  speech,  anti-government  speech,  right-wing  speech,
left-wing  speech,  extremist  speech,  politically  incorrect
speech, etc.

This  is  a  government  that  adopts  laws  that  criminalize
Americans  for  otherwise  lawful  activities  such  as  holding
religious studies at home, growing vegetables in their yard,
and collecting rainwater.

This is a government that persists in renewing the National
Defense Authorization Act (NDAA), which allows the president
and  the  military  to  arrest  and  detain  American  citizens
indefinitely.

This is a government that saddled us with the Patriot Act,
which opened the door to all manner of government abuses and
intrusions on our privacy.

This is a government that, in direct opposition to the dire
warnings of those who founded our country, has allowed the
Department of Homeland Security (DHS) to establish a standing
army  by  way  of  programs  that  transfer  surplus  military
hardware to local and state police.

This is a government that has militarized American’s domestic
police, equipping them with military weapons such as “tens of
thousands  of  machine  guns;  nearly  200,000  ammunition
magazines; thousands of pieces of camouflage and night-vision
equipment;  and  hundreds  of  silencers,  armored  cars  and
aircraft,” in addition to armored vehicles, sound cannons and
the like.

This is a government that has provided cover to police when
they shoot and kill unarmed individuals just for standing a
certain  way,  or  moving  a  certain  way,  or  holding
something—anything—that police could misinterpret to be a gun,
or igniting some trigger-centric fear in a police officer’s
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mind that has nothing to do with an actual threat to their
safety.

This is a government that has allowed private corporations to
get rich at taxpayer expense by locking people up for life for
non-violent crimes. There are thousands of people in America
serving life sentences for non-violent crimes, including theft
of a jacket, siphoning gasoline from a truck, stealing tools,
and  attempting  to  cash  a  stolen  check.  It  costs  roughly
$29,000  a  year  per  inmate  just  to  keep  these  nonviolent
offenders in prison. Meanwhile, American prisons have become
the source of cheap labor for Corporate America.

This is a government that has created a Constitution-free zone
within  100  miles  inland  of  the  border  around  the  United
States, paving the way for Border Patrol agents to search
people’s  homes,  intimately  probe  their  bodies,  and  rifle
through their belongings, all without a warrant. Nearly 66% of
Americans (2/3 of the U.S. population, 197.4 million people)
now live within that 100-mile-deep, Constitution-free zone.

This is a government that treats public school students as if
they were prison inmates, enforcing zero tolerance policies
that criminalize childish behavior, and indoctrinating them
with  teaching  that  emphasizes  rote  memorization  and  test-
taking over learning, synthesizing and critical thinking.

This is a government that is operating in the negative on
every front: it’s spending far more than what it makes (and
takes from the American taxpayers) and it is borrowing heavily
(from foreign governments and Social Security) to keep the
government operating and keep funding its endless wars abroad.
Meanwhile,  the  nation’s  sorely  neglected
infrastructure—railroads,  water  pipelines,  ports,  dams,
bridges, airports and roads—is rapidly deteriorating.

This is a government that has empowered police departments to
make a profit at the expense of those they have sworn to
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protect through the use of asset forfeiture laws, speed traps,
and red light cameras.

This is a government whose gun violence—inflicted on unarmed
individuals  by  battlefield-trained  SWAT  teams,  militarized
police, and bureaucratic government agents trained to shoot
first and ask questions later—poses a greater threat to the
safety and security of the nation than any mass shooter. There
are now reportedly more bureaucratic (non-military) government
agents armed with high-tech, deadly weapons than U.S. Marines.

This is a government that has allowed the presidency to become
a dictatorship operating above and beyond the law, regardless
of which party is in power.

This is a government that treats dissidents, whistleblowers
and freedom fighters as enemies of the state.

This is a government that has in recent decades unleashed
untold horrors upon the world—including its own citizenry—in
the  name  of  global  conquest,  the  acquisition  of  greater
wealth,  scientific  experimentation,  and  technological
advances, all packaged in the guise of the greater good.

This is a government that allows its agents to break laws with
immunity while average Americans get the book thrown at them.

This is a government that speaks in a language of force. What
is this language of force? Militarized police. Riot squads.
Camouflage  gear.  Black  uniforms.  Armored  vehicles.  Mass
arrests.  Pepper  spray.  Tear  gas.  Batons.  Strip  searches.
Surveillance  cameras.  Kevlar  vests.  Drones.  Lethal
weapons.  Less-than-lethal  weapons  unleashed  with  deadly
force. Rubber bullets. Water cannons. Stun grenades. Arrests
of journalists. Crowd control tactics. Intimidation tactics.
Brutality. Contempt of cop charges.

This is a government that justifies all manner of government
tyranny and power grabs in the so-called name of national
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security, national crises and national emergencies.

This is a government that exports violence worldwide, with one
of  this  country’s  most  profitable  exports  being  weapons.
Indeed, the United States, the world’s largest exporter of
arms, has been selling violence to the world in order to prop
up the military industrial complex and maintain its endless
wars abroad.

This is a government that is consumed with squeezing every
last penny out of the population and seemingly unconcerned if
essential freedoms are trampled in the process.

This  is  a  government  that  routinely  undermines  the
Constitution  and  rides  roughshod  over  the  rights  of  the
citizenry, eviscerating individual freedoms so that its own
powers can be expanded.

This is a government that believes it has the authority to
search, seize, strip, scan, spy on, probe, pat down, taser,
and  arrest  any  individual  at  any  time  and  for
the  slightest  provocation,  the  Constitution  be  damned.

In other words, this is not a government that believes in, let
alone upholds, freedom.

So where does that leave us?

As always, the first step begins with “we the people.”

As I make clear in my book Battlefield America: The War on the
American  People,  our  power  as  a  citizenry  comes  from  our
ability  to  agree  and  stand  united  on  certain  freedom
principles  that  should  be  non-negotiable.

http://time.com/4161613/us-arms-sales-exports-weapons/
http://time.com/4161613/us-arms-sales-exports-weapons/
https://amzn.to/2Q5ls5B
https://amzn.to/2Q5ls5B
https://amzn.to/2Q5ls5B


Activist  Post  Applies  for
NewsGuard’s  Coveted
“Conspiracy” Blacklist
Source: Activist Post

 

Activist Post Response To NewsGuard’s Request About Editorial
Practices

by Activist Post Editors
August 16, 2019

 

Activist Post is being considered for NewsGuard’s exclusive
“conspiracy” news blacklist. They recently contacted us about
our editorial practices to see if we qualify for this great
honor. For those who don’t know, NewsGuard is creating warning
labels to protect you from misinformation on the interwebs.
They’re  very  credible  with  a  former  Director  of  CIA  and
Secretary of the DHS on their board.

Activist Post came from humble beginnings as a free Blogger
site during the wild days of the Internet. Back then, Facebook
recklessly allowed grown adults to freely discover and share
content without any filters or pseudo-state fact checkers.
Feral humans could feast on any information they desired.
Greedy advertisers didn’t care about your political leanings
or if you believed in chemtrails. It was a level playing field
for independent bloggers to compete in the marketplace of
ideas. As a result, millions consumed Activist Post content
without knowing it can turn their minds into gravy.

Because someone may be exposed to untruths on the Internet,
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warning  labels  are  just  common  sense.  A  wise  man  named
Morpheus once said “Most of these people are not ready to be
unplugged.  And  many  of  them  are  so  inured,  so  hopelessly
dependent on the system, that they will fight to defend it.”
That’s why we support NewsGuard’s mission of “restoring trust
and accountability” in news.

And, if we’re being honest, landing on another conspiracy
blacklist would give us major street cred. Imagine an upstart
“truther” blog trying to compete with us without NewsGuard’s
mark.  Imagine  anyone  seeking  to  question  the  official
narrative  of  events.  Who  are  they  going  to  trust?  That’s
right, a NewsGuard certified conspiracy site.

Editorial Practices

Activist Post does exactly opposite of the corporate media: we
ask questions, research, and give our honest take on events.
Our  agenda  is  to  expose  corruption  and  promote  peace  and
individual liberty.

Our information-gathering process begins by wearing our most
comfortable pajama pants, making fresh Costa Rican coffee, and
taking a deep drag of sativa cannabis to get the creative
juices flowing. Then we examine the corporate media to find
which lies piss us off the most. We expose those lies with
data and sources, and explain why they threaten peace and
freedom. Rinse and repeat.

For instance, every source that NewsGuard labels as “trusted”
produces a constant stream of lies and propaganda to promote
more war abroad and a nanny police state at home.  Their
pathetic  journalism  and  naked  agenda  gives  us  an  endless
supply of content.

Conspiracy Credentials

We don’t believe the official story of September 11th.1.



Building 7 and all. We don’t know what really happened,
but it seems clear that someone in power “hated us for
our freedoms” judging by how many we lost following
that event. Ask your NewsGuard advisors Tom Ridge and
Michael Hayden for more details about spying on all
Americans  without  a  warrant  and  molesting  innocent
people at airports after 9/11.

We think the official reasons for going to war in2.
Afghanistan, Iraq, Libya, Yemen, Syria and Iran are
complete bullshit. Non-existent WMDs and humanitarian
bombs to spread democracy, really? Some alternative
sources  claim  they’re  about  resource  control  which
seems  plausible.  However,  we  go  even  further.  We
believe the cabal wants to gain control of the few
remaining independent central banks on earth. After
all, why occupy nations by force when you can enslave
them through phony debt? And somebody’s got to protect
the US dollar from competition, right?

We  think  the  left-right  political  paradigm  is3.
manufactured to give people the illusion of choice.
It’s never been more obvious that politics is a reality
show. Incidentally, democracy doesn’t ensure freedom
anyway, especially when the public is brainwashed with
only one narrative.

We believe central banking and the fractional reserve4.
system makes politics irrelevant.

We  think  the  war  on  drugs  is  immoral,  illogical,5.
ineffective, and criminally harmful. It destroys more
lives than drugs themselves. And it’s a convenient
excuse for government to violate the rights of peaceful
people. It appears to be a conspiracy too.



We  are  pro-choice  for  vaccines.  We  oppose  forced6.
medication. Gasp!

We don’t think CO2 is a pollutant.7.

Our YouTube channel was terminated before it was cool8.
for saying sex robots were objects, not subjects. It
must’ve triggered the robot censors presumably because
it thinks it’s alive.

We were labeled “Russian Propaganda” for publishing9.
unfavorable  things  about  Hillary  Clinton.  A  claim
we admitted to here.

We have acquired “Strong Conspiracy” ratings from other10.
agencies:

MediaBiasFactCheck about Activist Post – “Sources in
the  Conspiracy-Pseudoscience  category  may  publish
unverifiable information that is not always supported
by evidence. These sources may be untrustworthy for
credible/verifiable  information,  therefore  fact
checking and further investigation is recommended on a
per article basis when obtaining information from these
sources.”

Washington University academic paper features Activist
Post as one of the “Influential Domains in Alternative
Narratives.”

SourceWatch labels us a conspiracy site for the books
we  recommend.  Whatever  you  do  kids,  don’t  read
these  books.
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RationalWiki says Activist Post’s specialty is “left-
wing conspiracy-mongering.”

US News and World Report says Activist Post is a “fake
news  site  to  avoid  at  all  costs”  citing
FakeNewsWatch.com, a site that no longer exists likely
due to civil lawsuits…

We hope this is enough to qualify for NewsGuard’s conspiracy
warning. The label would help us keep undesirables away. We
only want free-thinking individuals who prefer peace, love and
liberty at Activist Post. Close-minded, indoctrinated tools
who want more war, hate, and oppression will have a safe space
at NewsGuard’s green-check websites.

How  Google  Threatens  Your
Children
Source: Mercola

by Dr. Joseph Mercola
August 6, 2019

 

STORY AT-A-GLANCE

More than half of American K-12 schools use Chromebooks
and Google apps, allowing Google to build brand loyalty
from an early age
Google’s  primary  business  is  tracking,  compiling,
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storing and selling personal data. By capturing children
at an early age, it will be able to build the most
comprehensive  personality  profiles  of  the  population
ever conceived
By the time these children have grown into adulthood,
every single preference, thought, belief and proclivity
will be known about them, which will make them extremely
vulnerable to manipulation
Google  allows  hundreds  of  third-party  software
developers to access the emails of Gmail users, and
they’re not just using software to scan for keywords. In
some cases, employees are actually reading the emails
By default, Google Chrome allows any and all tracker
cookies to follow your every move online

 

Google is without a doubt the largest and clearest monopoly on
the  planet.  It  dominates  online  searches  and  advertising,
which in and of itself leads to automatic bias. As noted by
Google’s founders Sergey Brin and Lawrence Page in their 1998
paper, “The Anatomy of a Large-Scale Hypertextual Web Search
Engine,” “… [W]e expect that advertising funded search engines
will be inherently biased towards the advertisers and away
from the needs of consumers.”

Google has also infiltrated many other areas of our day-to-day
lives, having acquired dozens of other companies you might not
realize belong to Google or its parent company, Alphabet.

Among  the  most  well-known  are  YouTube,  the  largest  video
platform on the web, and Android, one of the most popular
operating  systems  worldwide.   Google  also  has  significant
influence over urban development,  health care and childhood
education.

Google has become ubiquitous in American classrooms
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Google’s influence over young children has been a concern for
years.  As  noted  in  a  2014  article  in  the  International
Business Times, “How Google Took Over the American Classroom
and Is Creating a Gmail generation”:

“Google apps, services and increasingly, Chromebooks, have
become ubiquitous in the American classroom and it’s not hard
to understand why: they require no expensive hardware, they
never need to be updated, and they’re free, an important
consideration for cash-strapped districts …

South Carolina’s Richland School District 2 boasts 22,000
Chromebooks, which covers a student populace nearing 27,000,
who also use Google Apps.

That makes for a sizeable student population that will become
accustomed to utilizing Google services … ‘Education is at
the core of Google’s mission — to remove the four walls of
the classroom and make the world’s information accessible to
all students,’ a Google spokeswoman said.”

 

Google will know everything about your child

However, for all its conveniences, Google poses a very real
threat to all these children. As noted in a 2017 article in
The New York Times — which details the strategic moves that
allowed Google to take over the American classroom — “schools
may be giving Google more than they are getting: generations
of future customers.”

In 2012, less than 1% of the tablets and laptops used in the
U.S. school system were Google Chromebooks. By 2015, more than
half  the  devices  sold  to  K-12  schools  were  Chromebooks,
equipped  with  a  free  suite  of  Google  apps  and  education-
specific programs.



When  you  consider  Google’s  primary  business  is  tracking,
compiling, storing and selling personal data, by capturing
children at an early age, it will be able to build the most
comprehensive  personality  profiles  of  the  population  ever
conceived  —  and  there’s  no  opt-out  feature  for  this  data
gathering.  As reported by The Washington Post in 2015:

“… [I]n a filing with the Federal Trade Commission, the
Electronic  Frontier  Foundation  (EFF)  argued  Google  is
tracking nearly everything students are doing when they are
signed into their Google accounts and, in some cases, using
that information to build profiles and serve them targeted
ads in certain Google programs.”

By the time these children have grown into adulthood, every
single  preference,  thought,  belief  and  proclivity  will  be
known about them, which will make them extremely vulnerable to
manipulation, not only through targeted advertising but also
through what might be called customized censorship or targeted
social engineering — in essence, the strategy of tailoring the
information any given individual can see in order to shape and
mold their prejudices and ideas. The Washington Post writes:

“Google makes $30 per device by selling management services
for the millions of Chromebooks that ship to schools. But by
habituating students to its offerings at a young age, Google
obtains something much more valuable.

Every year, several million American students graduate from
high school. And not only does Google make it easy for those
who have school Google accounts to upload their trove of
school Gmail, Docs and other files to regular Google consumer
accounts — but schools encourage them to do so …

That doesn’t sit well with some parents. They warn that
Google could profit by using personal details from their



children’s school email to build more powerful marketing
profiles of them as young adults …

Unlike Apple or Microsoft, which make money primarily by
selling devices or software services, Google derives most of
its revenue from online advertising — much of it targeted
through sophisticated use of people’s data …

‘Unless we know what is collected, why it is collected, how
it is used and a review of it is possible, we can never
understand with certainty how this information could be used
to help or hurt a kid,’ said Bill Fitzgerald of Common Sense
Media, a children’s advocacy group, who vets the security and
privacy of classroom apps.”

 

Google teaches children to trust the least trustworthy

While most adults are now at least somewhat aware that Google
is spying on their every move and selling their personal data,
children are simply too young to understand the long-term
ramifications of this pervasive data gathering. (To get an
idea of the kind of information tracked and stored, see “What
Kind of Information Does Google and Facebook Have on You?”)

Children are extremely vulnerable to influence of all kinds,
and Google is taking full advantage of this. As pointed out by
a Berkeley, California, teacher in a May 2018 article in The
Outline:

“The video game Interland is part of Google’s ‘Be Internet
Awesome’ curriculum aimed at ‘helping kids be safe, confident
explorers of the online world’ … The game’s release was met
with positive reviews that completely miss the point …

Interland  sells  to  kids  the  message  that  Google  is  a
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trustworthy  arbiter  of  online  safety  and  privacy.  And
Interland is only one of many ways this message has become
increasingly embedded in K-12 school classrooms …

Beyond datamining, some parents and privacy advocates have
expressed concern that even when kids are explicitly taught
how to safeguard their personal information online, school-
mandated Chromebooks and Google accounts implicitly train
kids  to  accept  surveillance  and  hand  over  personal
information  …

Be  Internet  Awesome  implicitly  signals  to  students  that
Google is synonymous with privacy and safety. By focusing
solely on personal choices, the program suggests that the
power to protect personal information lies entirely within
one’s own hands and locates responsibility for doing so with
the individual.

There’s nothing wrong with telling students not to send money
to someone claiming to be a Nigerian prince but for most
people, most of the time, there is greater danger in all the
usual and perfectly legal ways of persuading us to part with
our money …

[J]ust  as  the  greater  threat  to  our  privacy,  as  anyone
compromised in the Experian hack can tell you, comes not
from, or not only from, crappy passwords but from numerous
ways we are tracked without our permission or knowledge.”

 

Google and third parties have access to your Gmail

One particularly offensive invasion of privacy is Google’s
snooping into Gmail emails. According to a July 2018 Wall
Street Journal report, Google allows hundreds of third-party
software developers to access the emails of Gmail users, and
they’re  not  necessarily  just  using  software  to  scan  for



keywords. In some cases, employees are actually going in and
reading the emails.

“One of those companies is Return Path Inc., which collects
data for marketers by scanning the inboxes of more than two
million people who have signed up for one of the free apps in
Return Path’s partner network using a Gmail, Microsoft Corp.
or Yahoo email address,” The Wall Street Journal writes.

“Computers normally do the scanning, analyzing about 100
million emails a day. At one point about two years ago,
Return Path employees read about 8,000 unredacted emails to
help train the company’s software, people familiar with the
episode say.

In another case, employees of Edison Software, another Gmail
developer that makes a mobile app for reading and organizing
email, personally reviewed the emails of hundreds of users to
build a new feature, says Mikael Berner, the company’s CEO.

Letting  employees  read  user  emails  has  become  ‘common
practice’ for companies that collect this type of data, says
Thede  Loder,  the  former  chief  technology  officer  at
eDataSource Inc. … Neither Return Path nor Edison asked users
specifically  whether  it  could  read  their  emails.  Both
companies say the practice is covered by their user agreement
…

Neither Return Path nor Edison mentions the possibility of
humans viewing users’ emails in their privacy policies. Mr.
Berner says he believes Edison’s privacy policy covers this
practice by telling users the company collects and stores
personal  messages  to  improve  its  artificial-intelligence
algorithms.”

According to The Wall Street Journal, Gmail has 1.4 billion
users worldwide — “more users than the next 25 largest email
providers  combined.”  While  Google  claims  to  have  stopped



scanning Gmail emails for the purpose of creating targeted
advertising after being slapped with a class-action lawsuit in
2017, accusing the company of illegal wiretapping, it seems
quite clear privacy is not a guarantee when using Gmail for
your personal or business correspondence.

Making matters worse, while Google’s developer agreement does
not allow third-parties to store, make permanent copies of, or
expose  a  user’s  private  data,  Google  doesn’t  emphasize
enforcement of those policies, developers told The Wall Street
Journal.

Is Google developing dossiers on children? You bet

Getting  back  to  your  children,  is  Google  developing
personality dossiers on them? According to a 2017 report by
the Electronic Frontier Foundation, a nonprofit focused on
“defending civil liberties in the digital world,” the answer
is yes. As reported in its executive summary:

“Throughout EFF’s investigation over the past two years, we
have found that educational technology services often collect
far more information on kids than is necessary and store this
information indefinitely.

This privacy-implicating information goes beyond personally
identifying information (PII) like name and date of birth,
and can include browsing history, search terms, location
data, contact lists, and behavioral information.

Some  programs  upload  this  student  data  to  the  cloud
automatically  and  by  default.  All  of  this  often  happens
without  the  awareness  or  consent  of  students  and  their
families.

In short, technology providers are spying on students — and
school  districts,  which  often  provide  inadequate  privacy
policies or no privacy policy at all, are unwittingly helping



them do it.”

 

Your child’s school may be spying on your home life too

PJ Media reports there have also been incidents where school
employees have remotely accessed students’ computers while in
their homes. This surprising trend was revealed by the ACLU in
the summer of 2017. In a June 15 article on UCLA.org, Marcela
Betancur writes:

“Most Rhode Island school districts participate in ‘1-1’
programs — in which third parties provide free laptop devices
to students for the school year … We recently found out that
most of the state’s participating schools give themselves the
ability  to  remotely  spy  on  their  students  through  these
loaned devices.

We published our findings early this month in a report titled
‘High School Non-Confidential: How School-Loaned Computers
May Be Peering Into Your Home’ … The report found that more
than  60  percent  of  Rhode  Island  school  districts  today
participate in the 1-1 program.

It also discovered that a majority of those districts allow
school officials or administrators to remotely access the
device — while a student is at home, without their knowledge,
and without any suspicion of misconduct.

We know from an outrageous Pennsylvania case, in which school
administrators were found to have activated webcams to spy on
students in their homes, that this obvious privacy concern is
not hypothetical. Yet only six districts specifically stated
in their policies that they would not remotely access the
webcams or microphones of devices distributed through the
programs.”



When it comes to potential privacy invasions by your child’s
school,  you’ll  need  to  address  such  concerns  with  school
administrators. There are, however, some ways to limit the
amount of information Google can gather on your child. In its
January 23, 2018, issue under “How to keep Google From Spying
on Your Kid’s Chromebook,” Laptop Magazine provides detailed
instructions on which settings to check or uncheck to minimize
the data flow.

Google Chrome is an open-door invitation for spying

If you value your privacy at all you will want to STOP USING
CHROME immediately. I installed the Brave browser earlier this
year and it already has blocked one quarter million ads and
34,000 trackers.

In  a  June  21,  2019,  article,  Washington  Post  technology
columnist Geoffrey Fowler highlights the problems with Google
Chrome specifically, noting that in one weeklong web surfing
experiment, Chrome “ushered more than 11,000 tracker cookies
into our browser,” and that “Seen from the inside, [Google’s]
Chrome browser looks a lot like surveillance software.”

The  experiment  led  Fowler  to  switch  to  Mozilla’s  Firefox
browser,  in  which  privacy  protection  is  the  default.  In
Fowler’s weeklong test, Firefox automatically blocked 11,189
tracker requests — cookies that companies and data tracking
firms use to gather information about the websites you visit
in order to build your personality profile.

Surprisingly, Fowler discovered tracking cookies from websites
“you would think would be private,” such as Aetna and the
Federal Student Aid department. Both “surreptitiously told the
data giants every time I pulled up the insurance and loan
service’s log-in pages,” Fowler writes.

He  also  discovered  that  Chrome  automatically  logs  you  in
whenever you use Gmail, thereby allowing Google to track your

https://brave.com/download/


activity and collect information for personalized ads without
your knowledge (since you didn’t specifically log in). When
doing an online search using Chrome on your Android cellphone,
it  also  shares  your  location  with  Google,  even  if  you’ve
turned off location sharing.

“At a minimum, Web snooping can be annoying. Cookies are how
a pair of pants you look at in one site end up following you
around in ads elsewhere. More fundamentally, your Web history
— like the color of your underpants — ain’t nobody’s business
but your own. Letting anyone collect that data leaves it ripe
for abuse by bullies, spies and hackers,” Fowler writes,
adding:

“There  are  ways  to  defang  Chrome,  which  is  much  more
complicated than just using ‘Incognito Mode.’ But it’s much
easier to switch to a browser not owned by an advertising
company … I’ve chosen Firefox, which works across phones,
tablets, PCs and Macs. Apple’s Safari is also a good option
on Macs, iPhones and iPads, and the niche Brave browser goes
even further in trying to jam the ad-tech industry.”

 

Google plan: Dictate outcome of 2020 presidential election

Google (or more accurately, Alphabet, the rebranded parent
company that houses all of the various divisions) has become a
gigantic octopus-like super entity, the tentacles of which
reach  into  government,  food  production,  health  care,
education, military applications and the creation of AIs that
may run more or less independently.

A key component of many of these enterprises is data — your
personal usage data; the tracking of every webpage you’ve ever
visited and every single thought you’ve ever written on a
Google-enabled  device,  along  with  geo  tracking  your  every
move.



Ultimately, what can be done with that kind of information,
besides personalized advertising? How might it be used in
combination with military AI-equipped robots? How might it be
used to influence your health care decisions? How might it be
used to influence your lifestyle decisions?

How might (or is) it used to shape politics and society at
large?  As  reported  June  24,  2019,  by  Project  Veritas,
undercover footage shows Google executive Jen Gennai making
statements that raise strong suspicions about the company’s
intent to manipulate the 2020 U.S. presidential elections. The
video caught the attention of U.S. Rep. Louie Gohmert, R-
Texas, who issued a statement:

“This video shows Google’s biases are now a threat to a free
and fair election, all while they hide behind the immunity
given by Congress years ago when they were supposed to be a
simple ‘town square’ where everyone’s voice could be heard
without biased results.

In  fact,  Google  references  a  significant  role  they  see
themselves fulfilling in the 2020 elections. This discovery
should set off alarm bells throughout the country. It is no
secret that Google has a political agenda. Multiple brave
tech  insiders  have  stepped  forward  and  exposed  Google’s
censorship of content and specialized algorithms.

This media giant’s ‘social justice narrative’ should distress
all Americans who value a free and open society. Google
should  not  be  deciding  whether  content  is  important  or
trivial and they most assuredly should not be meddling in our
election process. They need their immunity stripped and to be
properly pursued by class action lawsuits by those they have
knowingly harmed.”

As discussed in “Google Buries Mercola in Their Latest Search
Engine  Update”  Part  1  and  Part  2,  the  holistic  health
community  as  a  whole  has  most  definitely  been  harmed  by

https://articles.mercola.com/sites/articles/archive/2019/06/24/google-latest-algorithm-update-buries-mercola.aspx
https://articles.mercola.com/sites/articles/archive/2019/06/25/google-broad-core-algorithm-update-buries-mercola.aspx


Google’s censorship and search algorithms, but we’re likely
just the beginning. Given time, there’s no doubt in my mind
the  online  censorship  will  spread  across  all  fields  of
endeavor, eliminating views deemed to be in opposition to its
goals and financial aims.

It’s time to dethrone Google

Today,  being  a  conscious  consumer  includes  making  wise,
informed decisions about technology. Anyone who has spent even
a small amount of time pondering the ramifications of Google’s
ever-growing monopoly over our day-to-day lives is likely to
shudder at the possibilities, and agree that we cannot allow
this to continue. To be part of the solution, I encourage you
to take the following actions:

Boycott Google by avoiding any and all Google products:

Stop using Google search engines. Alternatives include
DuckDuckGo and Startpage
Uninstall  Google  Chrome  and  use  Brave  or  Opera
browser instead, available for all computers and mobile
devices.  From  a  security  perspective,  Opera  is  far
superior  to  Chrome  and  offers  a  free  VPN  service
(virtual  private  network)  to  further  preserve  your
privacy
If you have a Gmail account, try a non-Google email
service such as ProtonMail, an encrypted email service
based in Switzerland

Stop using Google docs. Digital Trends has published an
article suggesting a number of alternatives

If you’re a high school student, do not convert the
Google accounts you created as a student into personal
accounts

http://www.goopocalypse.com/
https://duckduckgo.com/
https://www.startpage.com/en/
https://brave.com/download/
http://www.opera.com/download
http://www.opera.com/download
https://protonmail.com/


Sign the “Don’t be evil” petition created by Citizens
Against Monopoly

 

https://youtu.be/LT4x9OBMcjA

x

The End of the CIA: Excerpt
from ‘CIA Memories’
Source: No More Fake News

by Jon Rappoport
July 18, 2019

 

CIA Memories, Part Four—Conclusion

Parts One, Two and Three

Fiction

 

As  I  mentioned  in  earlier  installments  of  this  series,  a
patient presently confined to the Sleight Center psychiatric
facility believes he is the current director of the CIA. He
also believes he is living in the year 2053. He is writing CIA
memos to “his own top people.”

Dear All,

I have now changed my title. I am still the director of the

https://citizensagainstmonopoly.org/about.html
https://youtu.be/LT4x9OBMcjA
https://truthcomestolight.com/the-end-of-the-cia-excerpt-from-cia-memories/
https://truthcomestolight.com/the-end-of-the-cia-excerpt-from-cia-memories/
https://nomorefakenews.com/
https://nomorefakenews.com/aboutjon.html
https://blog.nomorefakenews.com/2019/06/26/cia-memories/
https://blog.nomorefakenews.com/2019/07/03/cia-memories-part-two/
https://blog.nomorefakenews.com/2019/07/10/cia-memories-part-three/
https://blog.nomorefakenews.com/2019/07/10/cia-memories-part-three/


CIA, but I am The Director in Exile. The Agency itself, in
2053, has dissolved into a trillion-dollar wounded dragon. It
is  thrashing  around,  trying  to  feel  its  own  shape,  and
failing.

If we control the world but cannot control ourselves, then
what is the sitrep?

If you build a house and let it go its own way, it eventually
decays and falls into terminal disrepair. I do not believe
that is the fate of Earth, but I know we have done great harm.
Nevertheless, we continue to play our games.

We exist, as an Agency, in our own space and time. We thrash,
and we float.

Our principal task, mind control, has encountered unexpected
resistance from many quarters. To cite just one case, the
disappearing of nations into easier-to-manage larger regions
(our agenda) has given birth to hundreds of counter-outbreaks
of decentralization. Our own vaunted map makers have fallen
hopelessly behind in their efforts to compile and maintain a
planetary picture. Our favored propaganda term, “citizen of
the world,” has been rendered meaningless.

My new psychiatrist turns out to be an infiltrator from Free
New England, which has broken off relations with Washington.
He is trying to enlist me in “the movement.” It’s not my cup
of tea.

Freedom is still an idea that energizes me, even after all
this time. I’m not sure I know what it looks like. But it must
be centered on the individual.

For a century, we have treated the world as a mere caricature
we could manipulate at will. But it turns out we are the
caricature.

Before I was confined to this facility, I was working on a



secret draft of surrender. We would, as an ancient president
once stated, “break up the CIA into a million pieces.”

I leave it to you to imagine the domino effect.

Of course, we would have to protect our agents. I was also
working out a plan for that massive operation.

I am of the opinion that, if the specific CIA had never been
created, something very much like it would have come into
being.  Another  organization  with  our  goals  and  operations
would  have  emerged.  It  was  embedded  in  the  psychology  of
humans.  I  think  that  fact  and  that  day  have  passed  into
oblivion.  We  may  not  have  experienced  the  very  worst  our
species has to offer, but we have come close enough to taste
defeat and turn away. We’ve begun to stir from our trance and
rise a short distance above our base impulses.

So, after all this time, I find myself making a plea for
sanity.

While confined to a psychiatric institution.

—The “director’s” memo cuts off at this point. Or perhaps he
ended it there. A year later, he was gone; escaped from the
facility.

Myths, legends, and no doubt, intentional cover stories have
proliferated around him. Some people actually believe he was
the  director  of  the  CIA.  We  have  the  usual  reports  of
sightings across the country. One wild story is interesting:
he is now living in an undisclosed location in Chicago, from
which  he  secretly  advises  the  president.  The  president,
according to the tale, is indeed plotting the break-up of the
CIA. But this is only one aspect of his agenda; he intends to
split the entire federal government into much smaller units,
each  of  which  will  act  independently  as  decentralized
organizations.  Their  exact  roles  are,  thus  far,  unclear.
Supposedly, the trigger for the revolution will be the return



of 40 trillion dollars, which have been stolen from national
budgets over the past century. The money will be placed in the
hands of several thousand local community “leadership groups,”
who  will  use  it  to  finance  “projects  of  benefit  to  the
people.” This account gains some credibility, owing to the
mood of the nation; small communities are emerging across the
land. They are aiming for self-sufficiency. Recent discoveries
in energy technology, beyond the reach of traditional energy
companies, have made it possible to power local enterprises in
any  environment,  at  shockingly  low  costs.  The  desire  for
freedom beyond the reach of central government is deepening.
Along with these thousands of new communities, we are seeing
the rise of private currencies. Recent reports of “defecting
police units and military groups” are adding fuel to the fire.

One night not long ago, a man appeared as a last-minute guest
on  a  small  Web  radio  show.  Here  is  an  excerpt  from  his
remarks:

“I am the Director in Exile of the CIA, an organization which
hopefully will soon take its last collective breath, and then
disappear  below  the  waves  of  a  new  epoch.  As  you  might
suppose, I am on the move. Certain people want to ask me
certain questions I’m not prepared to answer at this time.
I’ve seen my path, I’ve chosen it, I’ve stepped on to it, and
I’m walking it. The air is cleaner for me these days. This
“place” we live in has been described in thousands of myths
down through the centuries. I see it as one dimension among
others. It has its charms, as does any popular stage play. We
tend to be far too serious when we should be light-hearted,
and light-hearted when we should be serious. My experience as
the director has taught me that humans can be trained to
commit almost any action, thinking it is for the greater good.
The CIA is an awesome center of deception. Our people are
taught to lie as the first order of business. Once we fasten
on  to  a  piece  of  data,  we  lie  about  it.  Reflexively.
Domination is our goal. Shaping the minds of the population is



our prime strategy. We are admired teachers who inevitably
give students the wrong answers to their questions. For us,
truth is what a silver bullet is to the werewolf. Extinction.
The  size  and  scope  of  our  organization  has  been
underestimated.  With  our  global  connections  to  major
corporations,  banks,  foundations,  secret  societies,
governments, criminal groups, and organized religions, we are
a behemoth. As I’ve written, we have lost our way. We no
longer have control over many of our own operations. My chief
assistant once jokingly remarked to me, “We’re so big, we
cover  so  much  ground,  we  must  be  run  from  some
extraterrestrial center.” For a century, we’ve proceeded from
the assumption that all reality is invented. Therefore, we
took the lead in inventing it for billions of people. Each one
of them was capable of birthing his own reality, but he had
abdicated the job and the joy of being an Artist. That cleared
the ground for us, and we moved in…”

Since that night, on the radio, the director has not been
heard from.

But since that night, by my own count, 274 men have “stepped
forward,” in one fashion or another, while maintaining their
anonymity, to claim they are the Director. They each have
stories to tell, most of which are interesting and contain
details of damning truth about past CIA operations. This leads
me to believe that at least some of these men are current or
former employees of the Agency.

Thus, a trickle grows toward a Niagara of exposure…



Top  5  “Conspiracy  Theories”
That Turned Out to Be True
Source:  The Corbett Report

by James Corbett
May 19, 2019

We  all  know  the  old  trope  of  the  tinfoil  hat  wearing
conspiracy  theorist  who  believes  crazy  things  like  “the
government is spying on us” and “the military is spraying
things in the sky” and “the CIA ships in the drugs.” Except
those things aren’t so crazy after all. Here are five examples
of things that were once derided as zany conspiracy paranoia
and are now accepted as mundane historical fact.

 

https://youtu.be/wO5oJM8GjWA

Watch this video on BitChute / DTube / YouTube or Download the
mp4

 

TRANSCRIPT

We  all  know  the  old  trope  of  the  tinfoil  hat  wearing
conspiracy  theorist  who  believes  crazy  things  like  “the
government is spying on us” and “the military is spraying
things in the sky” and “the CIA ships in the drugs.”

Except those things aren’t so crazy after all. As it turns
out,  many  of  the  old  “conspiracy  theorist”  fantasies  are
actually true.
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Here are five examples of things that were once derided as
zany  conspiracy  paranoia  and  are  now  accepted  as  mundane
historical fact.

#1 – The CIA Ships in the Drugs

The Central Intelligence Agency, the most well-known branch of
America’s shadowy intelligence community, features in a number
of popular conspiracy theories. One of the theories about the
CIA’s dirty dealings that has been around for decades is that
the agency helps bring illegal drugs into the United States.

But this isn’t just a theory. In fact, the CIA has been
involved in drug running from its very inception.

Just months after its creation in 1947, the agency began a
relationship with the Corsican mafiathat controlled the Old
Port  of  Marseille  in  post-war  France.  That  relationship
involved a quid pro quo: The CIA would protect the mafia if
the mafia would keep the Communists from taking control of the
port. In this case “protecting the mafia” meant protecting
their  most  lucrative  business,  which  just  happened  to  be
smuggling  heroin  into  the  United  States.  This  “French
Connection” thrived for decades, with the majority of the
heroin in the US in the post-war period coming via France
under the watchful eye of the CIA.

From  the  Korean  War  to  the  Vietnam  War  and  beyond,  CIA-
supported warlords used CIA-run airlines like Air America to
ship  heroin  from  the  “Golden  Triangle”  at  the  borders  of
Thailand,  Laos,  and  Myanmar.  As  even  The  New  York
Times reported, the agency prevented the Bureau of Narcotics
and Dangerous Drugs from monitoring drug trafficking in the
region.  They  even  stopped  an  investigation  into  “an  Air
America DC-3 loaded with heroin packed into boxes of Tide soap
powder” that had been seized on its way to the US.

In the 1980s yet more agency involvement in drug smuggling
rings  came  to  light.  This  time  it  was  drug  traffickers

https://en.wikipedia.org/wiki/Unione_Corse
https://www.nytimes.com/1993/12/03/opinion/IHT-the-cia-drug-connectionis-as-old-as-the-agency.html


connected to the Contras in Nicaragua that received help from
the agency. After the Contra-connected trafficking came to
light, a Senate investigation headed by Senator John Kerry
confirmed government complicity in the drug trade.

BOB MCKEOWN: As for the CIA, it’s denied ever aiding or
condoning drug smuggling.

JOHN KERRY: Reports were reaching the highest councils of our
government, in the White House and in the Justice Department.
There is no question of that. I can document that.

MCKEOWN: The White House and Justice Department disputed
Kerry’s  report  at  the  time.  But  he  still  believes  some
government officials turned a blind eye toward drug dealing
in the mid-1980s, after the time at the heart of Gary Webb’s
stories.

SOURCE: A Crack in the Story — NBC Dateline (13 June 1997)

In the 1990s, award-winning journalist Gary Webb traced the
Contras’ CIA-protected backers to cocaine shipments into the
US, and, ultimately, to the crack epidemic of the 1980s.

Stories of CIA drug running continue to be covered up almost
as quickly as they are exposed, from the CIA Beech 200 that
was apprehended in Nicaragua with 1100 kilos of cocaine to the
crash of a Grumman Gulfstream II that had been used for CIA
rendition flights that was carrying 3.3 tons of Columbian
cocaine. Then there’s the CIA’s relationship with Afghan drug
warlord Ahmed Wali Karzai in Afghanistan and the admission
that the Sinaloa cartel was aided by US agencies and the
recent  confession  that  famed  Columbian  drug  king  Pablo
Escobar worked for the CIA.

At this point, the fact that the Central Intelligence Agency
has facilitated drug running into the United States is one of
the worst kept secrets in history.

https://www.youtube.com/watch?v=H5y2ZKziljg
https://www.narconews.com/darkalliance/drugs/start.html
https://www.narconews.com/Issue49/article2989.html
https://www.liveleak.com/view?i=bc5_1190728764
https://www.liveleak.com/view?i=bc5_1190728764
https://apjjf.org/-Peter-Dale-Scott/3340/article.html
https://www.zerohedge.com/news/2017-02-27/mexican-drug-king-worked-cia-says-his-son


MICHAEL RUPPERT: I will tell you, Director Deutch, as a
former Los Angeles police narcotics detective that the agency
has dealt drugs throughout this country for a long time.

SOURCE: Michael Ruppert Confronts CIA Director John Deutch

#2 – The government is spraying us from the skies

It  is  incumbent  on  everyone  who  wishes  to  remain  in  the
respectable, polite circles of society that they deride all
chemtrail theorists as kooky fringe-nut wingbats (or whatever
the ad hominem du jour is). I mean, who could actually believe
that the government would ever coordinate a program to spray
toxic chemicals on unwitting citizens?

Except, of course, for the pesky little fact that the US
government has done precisely that. Repeatedly, in fact.

Like in the San Francisco Bay Area in 1950. The US Navy
conducted an experiment they codenamed “Operation Sea-Spray,”
in which they secretly sprayed the population with Serratia
marcescens, a “rod-shaped gram-negative bacteria” that just
happens to be a human pathogen.

And what did the Navy hope to accomplish with this experiment?
Why, to “determine the susceptibility of a big city like San
Francisco to a bioweapon attack by terrorists,” of course.

And what did they actually accomplish? The death of at least
one person and the hospitalization of many others.

Which, I suppose, answers the experimenters’ question, doesn’t
it? Are San Franciscans susceptible to a bioweapon attack by
terrorists? Well, yes, evidently . . . assuming by the word
“terrorist” you mean the US Navy.

So surely this type of thing was just a one-off. They never
tried something like this before or since, right? . . . Right?

https://www.youtube.com/watch?v=sDtv6c631Ww
https://en.wikipedia.org/wiki/Serratia_marcescens
https://en.wikipedia.org/wiki/Serratia_marcescens
https://www.smithsonianmag.com/smart-news/1950-us-released-bioweapon-san-francisco-180955819/
https://www.nytimes.com/1981/04/15/us/judge-s-decision-expected-soon-in-california-germ-warfre-case.html
https://www.nytimes.com/1981/04/15/us/judge-s-decision-expected-soon-in-california-germ-warfre-case.html


. . . Oh, of course they did.

Like in 1953, when “the U.S. Army secretly dumped a carcinogen
on unknowing Canadians in Winnipeg and Alberta” as part of a
cold war weapons test.

In fact, in 1977 the U.S. Army   that they “conducted 239 germ
warfare tests in open air between 1949 and 1969,” using the
public as human guinea pigs in New York, San Francisco, Key
West, and numerous other cities.

But don’t worry, everyone. I’m sure the government wouldn’t be
doing anything like this to the unaware masses today. That’s
just crazy talk.

JEFF FERRELL: KSLA News 12 discovered chemtrails are even
mentioned by name in the initial draft of House Bill 2977
back  in  2001  under  the  Space  Preservation  Act.  But  the
military denies any such program exists. Jeff Ferrell, KSLA
News 12 reporting.

ANCHOR: And you know it turns out [that] until nine years ago
the government had the right under US law to conduct secret
testing on the American public under specific conditions.
Only a public outcry repealed part of that law, with some
exceptions.

SOURCE: KSLA News 12 report on chemtrails

#3 – Governments stage terror attacks

Over the last decade internet conspiracy analysts have brought
the term “false flag” to the public consciousness.

In naval warfare, a “false flag” refers to an attack where a
vessel flies a flag other than their true battle flag before
engaging their enemy. It is a trick, designed to deceive the
enemy about the true nature and origin of an attack, and it
has been used over and over by government after government for

https://www.corbettreport.com/articles/20090501_biowarfare_history.htm
https://nationalpost.com/news/canada/u-s-secretly-tested-carcinogen-in-western-canada-during-the-cold-war-researcher-discovers
https://youtu.be/-7PTfSviH48


hundreds of years in order to motivate their people for war.

In the 1780s, Swedish King Gustav III—looking to start a war
with Russia in order to shore up his own domestic political
power—dressed  some  of  his  own  troops  in  Russian  military
uniforms and ordered them to attack a Swedish outpost on the
Russian border. The ruse worked, and the Swedes, outraged at
this supposedly “Russian” attack, gave the king the authority
to launch a “defensive” war.

In 1931, the Japanese were looking for a pretext to invade
Manchuria. On September 18th of that year, a Lieutenant in the
Imperial Japanese Army detonated a small amount of TNT along a
Japanese-owned railway in the Manchurian city of Mukden. The
act was blamed on Chinese dissidents and used to justify the
occupation  of  Manchuria  just  six  months  later.  When  the
deception was later exposed, Japan was diplomatically shunned
and forced to withdraw from the League of Nations.

In 1954, the Israelis hired a number of Egyptian Jews to plant
bombs in American and British cinemas, libraries, and other
civilian targets to be blamed on the Muslim Brotherhood or
other malcontents. The plan, known as the Lavon Affair, was
part of an effort to convince the British to retain their
military presence in the occupied Suez Canal zone. Several
bombings took place, but the British were ultimately forced
out after Nasser nationalized the canal in 1956.

In August 1964, the USS Maddox, a US destroyer on patrol in
the Gulf of Tonkin, believed it had come under attack from
North  Vietnamese  Navy  torpedo  boats,  engaging  in  evasive
action and returning fire. The incident led to the Gulf of
Tonkin resolution authorizing President Johnson to begin open
warfare in Vietnam. It was later admitted that no attack had
occurred,  and  in  2005  it  was  revealed  that  the  NSA
had manipulated their information to make it look like an
attack had taken place.

http://www.youtube.com/watch?v=5D9VZH5Fi_4
http://www.youtube.com/watch?v=5D9VZH5Fi_4
http://cisac.stanford.edu/publications/the_lavon_affair_how_a_falseflag_operation_led_to_war_and_the_israeli_bomb/
http://www2.gwu.edu/~nsarchiv/NSAEBB/NSAEBB132/press20051201.htm


In June 1967, the Israelis attacked the USS Liberty, a US Navy
technical research ship conducting maneuvers off the coast of
Egypt.  The  ship  was  strafed  relentlessly  for  hours  in  an
attempt to blame the attack on Egypt and draw the Americans
into the Six Day War, but amazingly the crew managed to keep
the  ship  afloat.  In  2007,  newly  released  NSA
intercepts  confirmed  that  the  Israelis  knew  they  were
attacking an American ship, not an Egyptian ship as their
cover story has maintained.

In the fall of 1999, a wave of bloody apartment bombings swept
through  Russian  cities,  killing  293  people  and  causing
widespread panic. Although blamed on Chechen terrorists, later
that month FSB agents were caught planting the exact same type
of bombs as in the other blasts. The government claimed that
the FSB bomb was part of a “security exercise” but the terror
hysteria  of  the  apartment  bombings  were  used  to  justify
Russian aggression in Chechnya and win public approval for a
full-scale  war.  Russian  troops  entered  Chechnya  the  next
month.

In 2001, attacks in New York and Washington are blamed on Al
Qaeda as a pretext for invading Afghanistan. In the months
leading  up  to  the  event,  American  negotiators  had  warned
Afghanistan’s Taliban that they were interested in securing
right of way for proposed pipeline projects, and the US would
achieve this with either a carpet of gold or a carpet of
bombs. The Bush administration’s first major national security
directive, NSPD-9, a full-scale battle plan for the invasion
of Afghanistan, including command and control, air and ground
forces,  and  logistics,  was  drafted  and  sitting  on  the
President’s desk to be signed off on September 4, 2001, seven
days  before  the  9/11  attacks.  The  invasion  proceeded  as
planned in October.

Naturally, mainstream commentators have to pretend that “false
flags” and staged terror incidents are ludicrous flights of
fancy that have no historical precedent . . . unless they’re
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talking about one of their enemies, like Russia, staging a
false flag incident. Then it’s perfectly acceptable.

#4  –  The  CIA  ran  mind  control  experiments  on  unwitting
Americans

Ever hear the “theory” that the government abducted people
against their will and experimented on them to study mind
control techniques and mind-altering chemicals? Well, it isn’t
a theory, it’s a documented fact. The US government did run
just  such  a  program,  dubbed  Project  MKULTRA,  and  it  was
exposed in the 1970s. . . or at least parts of it were.

What we don’t know about Project MKULTRA and its affiliated
subprojects could probably fill several warehouses with books,
but what we do know is voluminous (and scary) enough. The
formerly top-secret program was as horrific as any dystopian
fantasy ever devised . . . and is now openly acknowledged and
documented.

Even the Wikipedia article on the subject admits that the
project  was  completely  illegal,  employed  unwitting  test
subjects, and attempted to “manipulate people’s mental states
and  alter  brain  functions  through  the  “surreptitious
administration of drugs (especially LSD) and other chemicals,
hypnosis, sensory deprivation, isolation, verbal and sexual
abuse (including the sexual abuse of children), and other
forms of torture.”

Some aspects of the MKULTRA nightmare are relatively well-
known by now.

One series of experiments, presided over by Sidney Gottlieb,
involved administering LSD to unwitting Americans, including
mental patients, prisoners, drug addicts and prostitutes. This
included “Operation Midnight Climax” in which unsuspecting men
were drugged and lured to CIA safe houses by prostitutes on
the CIA payroll. Their sexual activity was monitored behind
one-way  mirrors  and  used  to  study  the  effect  of  sexual
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blackmail and the use of mind-altering substances in field
operations.

Another experiment, dubbed MKULTRA Subproject 68, was overseen
by the esteemed psychiatrist Dr. Ewen Cameron. This subproject
involved Dr. Cameron using LSD, paralytic drugs, electroshock
therapy and drug-induced comas to attempt to wipe patients’
memories and reprogram their psyche. When brought to light,
the program was identified as an attempt to refine methods of
medical torture for the purpose of extracting information from
unwilling  sources  and  condemned.  Lawsuits  regarding  the
blatantly  illegal  experimentation  conducted  by
Cameron  continue  to  this  day.

Yet despite CIA assurances that the program was scrapped in
1973 (“would the CIA ever lie to us?”), documentary evidence
continues to emerge that the program was far more extensive
and horrific than the public was ever told.

But simply pointing to the documented horrors that took place
during the officially acknowledged period of the officially
acknowledged  program’s  officially  acknowledged  existence  is
enough  to  make  even  the  most  stubborn  conspiracy  deniers
squirm in their seats.

MELISSA DYKES: MKULTRA would mostly be remembered for its
drug experiments.

DOCTOR:  I’m  going  to  give  you  this  cup  which  contains
lysergic acid 100 micrograms.

NARRATOR:  That’s  “acid.”  Characterized  by  hallucinations,
illusions, distortions of perception and thinking.

NEWS  ANCHOR:  John  Gittinger,  recently  retired  chief
psychologist  for  the  CIA.

GITTINGER: You could disable a whole city by putting a very
small amount in our water supply.

https://en.wikipedia.org/wiki/Donald_Ewen_Cameron#MKULTRA_Subproject_68
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DYKES: Everything from prostitution studies to poisions to
top-secret  weapons  like  the  heart  attack  gun  grabbed
headlines with the sensational accounts of the CIA’s sketchy
techniques.

SENATOR: You’ve brought with you some of those devices which
would have enabled the CIA to use this poison for . . .

CIA REPRESENTATIVE: We have indeed.

SENATOR: . . . for killing people?

NEWS ANCHOR 2: Good evening. The White House disclosed today
that the CIA’s drug testing program on unsuspecting Americans
had been more expensive than the agency had admitted.

SPEAKER: . . . CIA secretly funneled money through scores of
research  foundations,  colleges,  hospitals,  and  clinics,
including a $375,000 grant through the Shifter [?] Research
Fund here in Washington.

DYKES: The complex and compartmentalized management of such a
large project through front groups and with the participation
of countless agencies and institutions to carry out secret
research should be a testament to just how sophisticated and
shadowy government science had become.

SPEAKER  2:  They’re  names  of  doctors,  they’re  names  of
officials, they’re names of former and present CIA officials
who were involved, they’re names of hospitals. And depending
on how you treat it, it could be sensational.

SOURCE: The Minds of Men | Official Documentary by Aaron &
Melissa Dykes

#5 – Chemicals are turning the friggin’ frogs . . . female

You’ve probably seen the memes about it. It’s one of the best
known and most parodied conspiracy memes of recent years,
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constantly held up as an example of how utterly deranged and
off base-online conspiracy theorists are. *MEME. After all,
everyone knows that chemicals in the water aren’t turning the
frogs gay. They’re turning them female.

Reports began to emerge on this phenomenon a decade ago, like
this one from LiveScience: “Pesticide Turns Male Frogs into
Females,”  which  points  out  that  scientific  research  is
demonstrating  that  “a  commonly  used  pesticide  known  as
atrazine  can  turn  male  frogs  into  females  that  are
successfully  able  to  reproduce.”

Atrazine, it turns out, is a weed killer used primarily on
corn crops, and can cause “sexual abnormalities” in frogs,
such  as  hermaphroditism  (having  both  male  and  female  sex
organs).  The  study  from  2010  further  discovered  that
atrazine’s  effects  are  long-lasting  and  can  influence
reproduction  in  amphibians.

The  results  suggest  that  atrazine  could  have  potentially
harmful effects on populations of amphibians, animals that are
already experiencing a global decline. And despite the steady
flow of funny memes this observation has generated, this is no
laughing  matter.  As  study  author  Tyrone  B.  Hayes  of  the
University  of  California,  Berkeley  explains,  the  study
suggests that atrazine—which is banned in Europe—could have
potentially  harmful  effects  on  populations  of  amphibians,
animals that are already experiencing a global decline.

Though there’s no mention of the frogs’ sexual preferences,
pesticides are admittedly bending the genders of amphibians.
And to top it all off, since atrazine interferes with the
production of the sex hormone estrogen, present in people and
frogs, the findings could have implications for humans as
well.

But  it  isn’t  just  atrazine.  Over  the  last  century,  mass
manufacturing of plastics and other products have meant that
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our environment is now awash in chemicals called “endocrine
disrupters”  which,  a  growing  body  of  research
suggests,  interferes  with  sperm  production  and  may  impair
human fertilization. These chemicals may be one of the reasons
that sperm counts are undergoing a dramatic drop in developed
countries  and  other  issues  with  men’s  health,  including
“testicular cancer, undescended testes and low sperm count.”

That’s actually a pretty big deal. But I guess if you want to
make trendy hipsters laugh, just tell them these completely
admitted  scientific  facts  about  the  pesticides  that  are
wreaking untold havoc on our environment and then do your best
impression of a loud-mouthed Texan ranting about gay frogs.
You’ll have your friends in stitches. Just don’t say it’s a
theory.

In Conclusion…

In truth, there are many many more examples of conspiracy
“theories” that turned out to be true, from the US government
knowingly injecting poor black sharecroppers with syphilis to
the CIA heart attack gun to the “anonymous” letter that the
FBI wrote to Martin Luther King urging him to kill himself.

Washington  Has  Destroyed
Western Liberty: The Era of
Tyranny Has Begun
Source: Paul Craig Roberts

by Paul Craig Roberts
April 26, 2019
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A  fish  rots  from  the  head.  In  the  Western  world  rot  is
accelerating. The rot in Washington is swiftly spreading to
state and local governments and abroad to the Empire’s vassal
governments.

Washington’s attack on journalism represented by the illegal
arrest of Julian Assange has now spread to France. The US
government’s policy of sanctions against sovereign countries
that do not follow Washington’s orders has spread to the state
of  New  York,  where  the  governor  has  threatened  sanctions
against  financial  institutions  that  do  business  with  the
National Rifle Association.

In  France  the  vassal  president  Macron  has  ordered  three
journalists — who revealed that Macron’s government knowingly
and intentionally sold arms to Saudi Arabia and the UAE to be
used for the slaughter of women and children in Yemen — to
report for police questioning. The report proves that Macron’s
government deliberately lied when it said it was unaware that
French weapons were to be used for attack rather than defense
use  in  violation  of  the  Arms  Trade  Treaty  of  2014.  The
journalists are under investigation by the French gestapo for
“compromising national defense secrets.”

In other words, when the French government lies, it is a
violation of national defense secrets to report it.

The entire Western world is adopting Washington’s approach to
Assange and criminalizing the practice of journalism, thus
protecting  governments’  criminality.  If  you  reveal  a
government crime, as Wikileaks did, you will be prosecuted by
the criminal government for doing so. It is like permitting a
criminal to prosecute the police and prosecutor who want him
arrested.

With the First Amendment already under attack and targeted for
elimination by Identity Politics for permitting “hate speech,”



with the 10th Amendment destroyed by the war criminal Abe
Lincoln, and with habeas corpus and due process destroyed by
the  George  W.  Bush  and  Obama  regimes,  only  the  Second
Amendment still stands, and it is under attack from New York
governor Andrew Cuomo.

Cuomo revealed that his threat of sanctions against financial
organizations  has  the  purpose  of  putting  “the  NRA  out  of
business. We’re forcing NRA into financial jeopardy. We won’t
stop until we shut them down.” The tyrant Cuomo knows that the
NRA  cannot  operate  without  a  bank  account  and  insurance
coverage.

To be clear, Washington’s success in weaponizing government
against the people has spread throughout the empire and down
into the state governments of the United States.

When we add to this the mass spying on citizens made possible
by the digital revolution, we have as the result the death of
liberty.

To any longer speak of the “Western democracies” is to mouth a
falsehood. There are exactly zero Western governments that can
be held accountable by the people. There can be no accountable
government without a free press. There is no economic freedom
or freedom of association when businesses are punished for
having  business  relationships  with  organizations  that  are
targets of government oppression.

The “war on terror” was a disguise for an attack on the US
Constitution, an attack that has succeeded. The worst act of
treason in history is the US government’s destruction of the
US Constitution.

The era of tyranny has begun. Elections cannot stop it.



Financial  Tyranny:  America
Has  Become  a  Pay-to-Play
Exercise in Fascism
Source: The Rutherford Institute

by John W. Whitehead
April 9, 2019

 

If you drive a car, I’ll tax the street,
If you try to sit, I’ll tax your seat.
If you get too cold I’ll tax the heat,
If you take a walk, I’ll tax your feet.

Don’t ask me what I want it for
If you don’t want to pay some more
‘Cause I’m the taxman, yeah, I’m the taxman…
And you’re working for no one but me.
— George Harrison, “Taxman”

We’re not living the American Dream. We’re in the grip of a
financial nightmare.

“We the people” have become the new, permanent underclass in
America.

We get taxed on how much we earn, taxed on what we eat, taxed
on what we buy, taxed on where we go, taxed on what we drive,
and taxed on how much is left of our assets when we die, and
yet we have no real say in how the government runs, or how our
taxpayer funds are used.
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Case in point: Lawmakers across the country have been acting
as fronts for corporations, sponsoring more than 10,000 model
laws written by corporations, industry groups and think tanks
such as the American Legislative Exchange Council.

Make no mistake: this is fascism disguised as legislative
expediency.

As a recent investigative report by USA TODAY, The Arizona
Republic and the Center for Public Integrity points out, these
copycat bills have been used to “override the will of local
voters”  and  advance  the  agendas  of  the  corporate  state.
“Disguised as the work of lawmakers, these so-called ‘model’
bills get copied in one state Capitol after another, quietly
advancing the agenda of the people who write them.”

In this way, laws that promise to protect the public “actually
bolster the corporate bottom line.”

For example, “The Asbestos Transparency Act didn’t help people
exposed to asbestos. It was written by corporations who wanted
to make it harder for victims to recoup money. The ‘HOPE Act,’
introduced  in  nine  states,  was  written  by  a  conservative
advocacy group to make it more difficult for people to get
food stamps.”

Talk about Orwellian.

So we have no real say in how the government runs, or how our
taxpayer  funds  are  used,  but  that  doesn’t  prevent  the
government  from  fleecing  us  at  every  turn.

This is true whether you’re talking about taxpayers being
forced to fund high-priced weaponry that will be used against
us,  endless  wars  that  do  little  for  our  safety  or  our
freedoms, or bloated government agencies such as the National
Security Agency with its secret budgets, covert agendas and
clandestine  activities.  Even  monetary  awards  in  lawsuits
against  government  officials  who  are  found  guilty  of
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wrongdoing  are  paid  by  the  taxpayer.

We’re being forced to pay for endless wars that do more to
fund the military industrial complex than protect us, for
misguided pork barrel projects that do little to enhance our
lives, and for the trappings of a police state that serves
only to imprison us within its walls.

All  the  while  the  government  continues  to  do  whatever  it
likes—levy  taxes,  rack  up  debt,  spend  outrageously  and
irresponsibly—with  little  thought  for  the  plight  of  its
citizens.

We’re  being  played  as  easy  marks  by  hustlers  bearing  the
imprimatur of the government.

Truly, if there is an absolute maxim by which the federal
government seems to operate, it is that the taxpayers—who fuel
the nation’s economy and fund the government’s programs—always
get ripped off.

Examples abound of wasteful government spending.

$28 million for a camouflage pattern for the Afghan National
Army’s uniforms that had to be discarded because it clashes
with the desert; $80 million to corral wild horses that would
fare better unpenned; $5 million for a study to conclude that
fraternity and sorority members drink more than their peers;
and  more  than  $1  billion  worth  of  small  arms,  mortars,
Humvees, and other equipment that has gone “missing” in Iraq.

If  Americans  managed  their  personal  finances  the  way  the
government mismanages the nation’s finances, we’d all be in
debtors’ prison by now.

Still,  the  government  remains  unrepentant,  unfazed  and
undeterred in its money grabs.

Because the government’s voracious appetite for money, power
and control has grown out of control, its agents have devised
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other means of funding its excesses and adding to its largesse
through taxes disguised as fines, taxes disguised as fees, and
taxes disguised as tolls, tickets and penalties.

With every new tax, fine, fee and law adopted by our so-called
representatives,  the  yoke  around  the  neck  of  the  average
American seems to tighten just a little bit more.

Everywhere you go, everything you do, and every which way you
look, we’re getting swindled, cheated, conned, robbed, raided,
pickpocketed, mugged, deceived, defrauded, double-crossed and
fleeced  by  governmental  and  corporate  shareholders  of  the
American  police  state  out  to  make  a  profit  at  taxpayer
expense.

The overt and costly signs of the despotism exercised by the
increasingly authoritarian regime that passes itself off as
the United States government are all around us: warrantless
surveillance  of  Americans’  private  phone  and  email
conversations by the NSA; SWAT team raids of Americans’ homes;
shootings of unarmed citizens by police; harsh punishments
meted out to schoolchildren in the name of zero tolerance;
armed drones taking to the skies domestically; endless wars;
out-of-control  spending;  militarized  police;  roadside  strip
searches; roving TSA sweeps; privatized prisons with a profit
incentive for jailing Americans; fusion centers that collect
and disseminate data on Americans’ private transactions; and
militarized agencies such as the IRS, Dept. of Education, the
Smithsonian and others with stockpiles of ammunition, to name
some of the most appalling.

Meanwhile,  the  three  branches  of  government  (Executive,
Legislative  and  Judicial)  and  the  agencies  under  their
command—Defense,  Commerce,  Education,  Homeland  Security,
Justice, Treasury, etc.—have switched their allegiance to the
Corporate State with its unassailable pursuit of profit at all
costs and by any means possible.



We are now ruled by a government consumed with squeezing every
last penny out of the population and seemingly unconcerned if
essential freedoms are trampled in the process.

While we’re struggling to get by, and making tough decisions
about how to spend what little money actually makes it into
our pockets after the federal, state and local governments
take  their  share  (this  doesn’t  include  the  stealth  taxes
imposed through tolls, fines and other fiscal penalties), the
police  state  is  spending  our  hard-earned  tax  dollars  to
further entrench its powers and entrap its citizens.

If you want to know the real motives behind the government’s
agenda, follow the money trail.

When you dig down far enough, you quickly find that those who
profit  from  Americans  being  surveilled,  fined,  scanned,
searched, probed, tasered, arrested and imprisoned are none
other than the police who arrest them, the courts which try
them,  the  prisons  which  incarcerate  them,  and  the
corporations,  which  manufacture  the  weapons,  equipment  and
prisons used by the American police state.

It gets worse.

Americans have also been made to pay through the nose for the
government’s endless wars, subsidization of foreign nations,
military  empire,  welfare  state,  roads  to  nowhere,  bloated
workforce, secret agencies, fusion centers, private prisons,
biometric  databases,  invasive  technologies,  arsenal  of
weapons,  and  every  other  budgetary  line  item  that  is
contributing to the fast-growing wealth of the corporate elite
at the expense of those who are barely making ends meet—that
is, we the taxpayers.

Those  football  stadiums  that  charge  exorbitant  sums  for
nosebleed seats? Our taxpayer dollars subsidize them.

Those blockbuster war films? Yep, we were the silent investors
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on those, too.

This isn’t freedom.

You’re not free if the government can seize your home and your
car (which you’ve bought and paid for) over nonpayment of
taxes.

You’re not free if government agents can freeze and seize your
bank accounts and other valuables if they merely “suspect”
wrongdoing.

And you’re certainly not free if the IRS gets the first cut of
your salary to pay for government programs over which you have
no say.

If you have no choice, no voice, and no real options when it
comes to the government’s claims on your property and your
money, you’re not free.

As former Congressman Ron Paul observed, “The Founding Fathers
never intended a nation where citizens would pay nearly half
of everything they earn to the government.”

Unfortunately, somewhere over the course of the past 240-plus
years, democracy has given way to kleptocracy (a government
ruled  by  thieves),  and  representative  government  has  been
rejected in favor of a kakistocracy (a government run by the
most unprincipled citizens that panders to the worst vices in
our nature: greed, violence, hatred, prejudice and war) ruled
by  career  politicians,  corporations  and  thieves—individuals
and entities with little regard for the rights of American
citizens.

The American kleptocracy continues to suck the American people
down a rabbit hole into a parallel universe in which the
Constitution is meaningless, the government is all-powerful,
and  the  citizenry  is  powerless  to  defend  itself  against
government agents who steal, spy, lie, plunder, kill, abuse
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and generally inflict mayhem and sow madness on everyone and
everything in their sphere.

This dissolution of that sacred covenant between the citizenry
and the government—establishing “we the people” as the masters
and the government as the servant—didn’t happen overnight.

It didn’t happen because of one particular incident or one
particular president.

It has been a process, one that began long ago and continues
in the present day, aided and abetted by politicians who have
mastered the polarizing art of how to “divide and conquer.”

By playing on our prejudices about those who differ from us,
capitalizing on our fears for our safety, and deepening our
distrust of those fellow citizens whose opinions run counter
to our own, the powers-that-be have effectively divided us
into polarized, warring camps incapable of finding consensus
on the one true menace that is an immediate threat to all of
our freedoms: the U.S. government.

We are now the subjects of a militarized, corporate empire in
which the vast majority of the citizenry work their hands to
the bone for the benefit of a privileged few.

Adding injury to the ongoing insult of having our tax dollars
misused and our so-called representatives bought and paid for
by the moneyed elite, the government then turns around and
uses the money we earn with our blood, sweat and tears to
target, imprison and entrap us.

All of those nefarious government deeds that you read about in
the paper every day: those are your tax dollars at work.

So what are you going to do about it?

There  was  a  time  in  our  history  when  our  forebears  said
“enough is enough” and stopped paying their taxes to what they
considered an illegitimate government. They stood their ground



and refused to support a system that was slowly choking out
any attempts at self-governance, and which refused to be held
accountable  for  its  crimes  against  the  people.  Their
resistance  sowed  the  seeds  for  the  revolution  that  would
follow.

Unfortunately, in the 200-plus years since we established our
own  government,  we’ve  let  bankers,  turncoats  and  number-
crunching bureaucrats muddy the waters and pilfer the accounts
to such an extent that we’re back where we started.

Once again, we’ve got a despotic regime with an imperial ruler
doing as they please.

Once again, we’ve got a judicial system insisting we have no
rights under a government which demands that the people march
in lockstep with its dictates.

And  once  again,  we’ve  got  to  decide  whether  we’ll  keep
marching or break stride and make a turn toward freedom.

But what if we didn’t just pull out our pocketbooks and pony
up to the federal government’s outrageous demands for more
money?

What if we didn’t just dutifully line up to drop our hard-
earned dollars into the collection bucket, no questions asked
about how it will be spent?

What if, instead of quietly sending in our tax checks, hoping
vainly for some meager return, we did a little calculating of
our own and started deducting from our taxes those programs
that we refuse to support?

As I make clear in my book Battlefield America: The War on the
American People, if we don’t have the right to decide what
happens to our hard-earned cash, then we don’t have any rights
at all.

After all, the government isn’t taking our money to make our
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lives better.

We’re being robbed blind so the governmental elite can get
richer.

This is nothing less than financial tyranny.

Will Nanotechnologies and the
New  5G  Network  Become  the
Most  Powerful  Weapon  System
the World Has Ever Seen?
If you are being introduced to some of the topics covered in
this article for the first time, it might come across as
“conspiracy theories” or far-fetched sensationalism.

And while some of the predictions of how this technology can
be used in the future might seem to be speculative at this
point,  it  is  based  on  hard  evidence  of  what  is  really
happening  TODAY,  in  areas  like  geoengineering,
nanotechnology,  and  the  new  proposed  5G  networks.

None of these technologies are speculative. They are already
being used. The only questions remaining are who will control
these  technologies,  and  to  what  extent  will  they  be
implemented?

What is written here by John P. Thomas is the result of years
of research. To fully understand these topics, you will need
to read the links to previous investigative reports, and
follow  the  footnoted  references  as  well  to  examine  the
evidence for yourself.

https://truthcomestolight.com/will-nanotechnologies-and-the-new-5g-network-become-the-most-powerful-weapon-system-the-world-has-ever-seen/
https://truthcomestolight.com/will-nanotechnologies-and-the-new-5g-network-become-the-most-powerful-weapon-system-the-world-has-ever-seen/
https://truthcomestolight.com/will-nanotechnologies-and-the-new-5g-network-become-the-most-powerful-weapon-system-the-world-has-ever-seen/
https://truthcomestolight.com/will-nanotechnologies-and-the-new-5g-network-become-the-most-powerful-weapon-system-the-world-has-ever-seen/


You will not read any of this in the corporate-sponsored
“mainstream” media networks.

~ Brian Shilhavy

Will Nanotechnologies and the New 5G Network Become the Most
Powerful Weapon System the World Has Ever Seen?

 

by John P. Thomas
April 17, 2019
Source

 

When  the  nanotechnology  in  human  bodies  is  activated  by
special frequencies from the 5-G network, we could experience
the most powerful weapon system that has ever been invented.

Unlike atomic weapons that kill everyone and create a toxic
disaster for both the winners and the losers of war, the
pairing of nanotechnology that is in our bodies with the high
frequency radiation in the gigahertz and terahertz range will
create  weapons  that  can  fulfill  an  incredible  number  of
functions for those who control the technology.

 

Clean and Neat

This weapon system has the potential to individually identify
and monitor the location of all people on the Earth.

This weapon system has the potential to monitor emotions and
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thoughts of individual people.

This weapon system has the potential to transmit instructions
to individuals and to groups that will create thoughts and
trigger emotional responses. It will even be able to restrict
the  ability  to  logically  evaluate  situations  and  create
alternative solutions to problems.

This weapon system has the potential to target individuals who
have been deemed as uncooperative and neutralize them for the
greater  good  of  society.  This  will  be  accomplished  by
disrupting  neurological  activity,  weakening  human  immune
systems,  causing  pain,  creating  life-threatening  illnesses,
and producing premature death.

I  realize  that  this  all  sounds  like  rather  far-fetched
speculation  and  fantasy,  but  there  is  enough  evidence  to
support  these  claims  and  enough  evidence  to  begin  taking
proactive steps to protect ourselves from what is rapidly
coming toward us.

Let’s look at some of the powerful evidence that has led me to
draw these conclusions.

 

Former Catholic Nun Sister Keri Burnor Targeted for Death
through Nanotechnology

 

Keri Burnor was a Roman Catholic nun when she was sexually
assaulted by a priest. She filed criminal charges against the
priest in 2001. He was found not guilty. [1]

She did not understand why the district attorney failed to
adequately work to obtain a conviction. As she investigated
the  collusion  between  the  attorney,  the  judge,  the  Roman



Catholic Church, the Vatican, and the members of St. Joseph’s
Abbey in Massachusetts where the sexual assault occurred, she
opened a Pandora’s box of systemic evil emerging from the deep
state. The deep state refers to the financial power structure
that controls governments around the world. [1]

Keri Burnor did not shrink back with her defeat in court, but
began to position herself as a helper to others who had been
abused by clergy.

Eventually her work with other victims of sexual abuse in the
Roman Catholic Church and the information she learned about
the activities of the Jesuit order and their infiltration of
the command structure of the U.S. military led to her being
interviewed on several internet radio programs.

She documented her findings on her website and spoke openly
about what she knew to be the truth. She then became a marked
woman  and  her  activities  were  monitored  from  that  point
forward. [1]

Eventually there would be more than ten attempts on her life
using  nanotechnology,  high  frequency  energy  transmission
systems, radioactive substances, sound weapons, and various
other weapons. [1]

See also:

The Catholic Church and Pedophilia: Trafficking Children as
Sex Slaves

Whistleblowing Priests Killed to Prevent Exposing Pedophilia
Problem in the Catholic Church?

 

There is much more Behind her Story than a Sexual Assault

Keri Burnor discovered that St. Joseph’s Abbey was built with
funds donated in large part by a Knight of Malta and his wife.
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Their names are inscribed on the front of the Abbey’s main
altar – J. Peter Grace and his wife Margaret. [1, 2]

 

Mr. Grace was the president of the giant chemical manufacturer
called W. R. Grace and Co. Mr. Grace played an instrumental
role in bringing Nazi SS officers and Nazi scientists to the
United States after World War II. He did this through project
Paper  Clip,  which  wiped  away  evidence  of  their  Nazi
involvement and approved more than 900 German scientists to
come to the United States. [2]

Mr. Grace then put many of the former Nazi scientists to work
in his company. He also worked with the CIA to imbed many
others in CIA mind control programs such as MK Ultra. [2]

As a high-ranking Knight of Malta, he occupied one of the
highest  non-ecclesiastical  positions  in  the  American  Roman
Catholic Church. It has been said that Knights of Malta are
free to pick up the phone and chat with the Pope whenever they
have the need or desire. [2]

Keri  Burnor  also  had  evidence  that  St.  Joseph’s  Abbey
continued to be an undercover location for CIA operations. She
believed that some monks (not all of them) in the abbey were
actually CIA operatives engaged in clandestine activities. [1]

 

Keri Burnor became a Targeted Individual Marked for Death

In 2011, she had sinus surgery. After the recovery she knew
that somehow things were not right. She eventually discovered
that she had been implanted with weaponized military grade
nanotechnology during the surgery. She went through highly
specialized testing, which conclusively showed that her body



was transmitting radio wave signals to an unknown receiver.
[1, 3]

She had pain, bloody ears, noises in her head, and numerous
other unexplained symptoms. She had to shield herself from
frequency transmissions, take 75 pills a day, and sit in a
sauna for an hour a day for 3 months in order to get the stuff
to break up. [3]

Eventually highly sensitive scientific instruments confirmed
that her body was no longer emitting frequencies. [1, 3]

 

Psychological Evaluation

Keri  Burnor  arranged  for  an  extensive  psychological
evaluation.  The  evaluation  confirmed  that  she  was  not
delusional, paranoid, schizophrenic, or abnormal in any other
way. [1, 3, 4]

Based  on  scientific  evidence  of  having  been  exposed  to
military grade nanotechnology and having had that technology
cleared from her body, the doctor concluded that her mental
status was normal. [1, 3, 4]

These are Keri Burnor’s comments about why this happened to
her. She stated:

I believe it was because I exposed St. Joseph’s Abbey as a
CIA front. Not all the monks are bad or all the monks are CIA
covers, but there is no question in my mind now that the
monastery  was  erected  for  a  specific  purpose  and  it  is
related to national security.

The monastery was protecting those who were conducting mind
control MK ultra experiments. They used children for this.
[3]

 



Additional Attempts on Her Life

Keri Burnor then started being stalked by various men. She
took a close-up photo of one of the men and gave it to the
private investigator she hired to keep her safe. He discovered
that the man was an international hired assassin. [3]

The private investigator was then picked up and chained to a
chair and subjected to four hours of questioning. One of her
attorneys was beaten close to the point of death and the lives
of other attorneys were threatened. [3]

After all this, the private investigator advised Keri Burnor
to assume an alias and go into hiding. He helped her do this
and she spent more than five years on the run. [3]

There were numerous other attempts on her life. One of which
involved  the  spraying  of  her  car’s  interior  with
nanotechnology.  Laboratory  tests  confirmed  that  the
nanotechnology was designed to promote the rapid onset of
three kinds of cancer, which could have caused death in as
soon as 30 days. [1, 3]

Keri Burnor now works with other targeted individuals who have
been intentionally exposed to military grade nanotechnology to
help them detoxify the technology from their bodies and to
restore them to health. [5, 6]

 

How can Nanotechnology become a Weapon against the General
Public?

It might be easy to assume that Keri Burnor’s story is unique,
because she was specifically targeted for death because of
what she knew. However, that would be a misguided assumption.

The truth is – we are all being exposed to nanotechnology
every day through the air we breathe, the water we drink, the
food we eat, the pharmaceuticals and supplements we take, and



of  course  through  vaccines.  This  is  not  military  grade
nanotechnology,  but  it  still  can  become  a  weapon  against
people.

Over time, nano exposure, when combined with radiation from
the 5-G system, will become a mechanism of human control and
even become a threat to our lives.

 

Smart Cities will be the Command Center for Human Control

I  have  previously  written  extensively  about  5-G  and  its
dangers.  I  have  discussed  various  reasons  for  the
international fervor about deploying the 5-G system as fast as
possible to create “Smart Cities.” See:

20,000 Satellites for 5G to be Launched Sending Focused Beams
of Intense Microwave Radiation Over Entire Earth

What Do Crowd Control, Burning Skin, and Superbugs Have in
Common? 5G

Telecom  Giants  and  Federal  Government  Forcing  Local
Governments  to  Radiate  Your  Home  with  5G  Microwaves

5G Technology is Coming – Linked to Cancer, Heart Disease,
Diabetes, Alzheimer’s, and Death

Can New 5G Technology and Smart Meters be Used as Weapons?

Based on my recent investigations, I now see an even deeper
plan behind the Smart Cities movement. It is about targeting
us  all  for  control,  and  when  necessary,  targeting  us  for
elimination.

We are all being targeted, not because of what we know, but
because that is the plan of the deep state to manage and
control all human life. This is the ultimate aim of “Smart
Cities.”
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The  real  agenda  behind  Smart  Cities  is  not  fast  internet
downloads and self-driving cars! The real agenda of the Smart
Cities movement is to control what we think and how we behave.
It is about keeping tabs on our physical locations and to make
sure we don’t do anything other than the jobs that we have
been assigned.

Ultimately, the controllers of the worldwide network of Smart
Cities will decide who lives and who dies. They will kill
through  targeted  use  of  the  5-G  Smart  grid.  They  will
stimulate accelerated disease progression – unexplained heart
attacks,  rapid  onset  cancer,  untreatable  flu,  and  trigger
depression and suicide.

For those who need more evidence, I refer you to a page of
U.S.  patents  describing  some  of  the  technology  that  has
already  been  designed  to  monitor  human  activity  from  a
distance and to influence human activity.

November 15, 2015 – Invasive Tech Patents

 

How is this Possible? – How will this be Accomplished?

To answer these questions, we need to begin by looking at the
nature of nano substances.

Nano structures are built up from nano particles. They are
assembled to form nano crystals, nano films, nano wires, nano
tubes, etc.

Nano particles are very tiny. The measurement of the smallest
dimension will be between 1 NM (nano-meter) and 100 NM. One
nano meter is 1 billionth of an inch. A human hair is between
50,000 NM and 100,000 NM thick. [7]

Other components of nanotechnology are viral-like fragments,
which contain XNA. The laboratory manufactured XNA components
will insert themselves into human cells and take over the

http://1702665.sites.myregisteredsite.com/id44_protected.html


functioning of some of the DNA and RNA which are the building
blocks of our genetic material. XNA is chemically very similar
to DNA and can be easily incorporated into human cells and can
reproduce itself. [9]

 

Nano Particles don’t Behave like Larger Particles

The nature of nano structures is to gather together. When
conditions are just right, they will become self-assembling.
[7, 8, 9]

In  other  words,  they  will  join  together  in  planned
configurations  to  form  technology  that  can  be  used  for  a
variety of purposes. [7, 8, 9]

Nano materials are much more likely to be toxic to human life
even though larger particles of the same materials may not be
harmful. [10]

 

Three Phases of Development Leading to Smart City Control over
Human Life

There are three phases to this program – expose, replace, and
activate.

This entire process became possible when our immune systems
were disarmed by glyphosate, the active ingredient in the
world’s  most  widely  used  herbicide.  This  allowed
nanotechnology to enter our bodies and our cells to reload new
information into our genetic code. [11]

Once the information is fully loaded it can be activated by
frequencies. Not the Gigahertz frequencies that will be used
in 5-G, but by the next level up – Terahertz frequencies,
though the same 5-G hardware may be used to beam terahertz
frequencies at our bodies. [11]



When a person is targeted for activation he will experience
symptoms such as: pain and aching, feeling like you are on
fire, feeling like electric shocks are moving through your
body,  experiencing  severe  fatigue,  feeling  physically  and
emotionally drained, and feeling as if you have been beaten up
and taken out of action.

You  will  be  overwhelmed  by  thoughts  that  tell  you  it  is
impossible to resist or stop what is happening – so just give
up. [11]

It is important to know that there are countermeasures that
can be taken at the current time to reduce nano from the human
body and if the point has been reached where activation is in
process,  it  is  still  possible  to  resist  and  recover.  The
situation is not hopeless. [11]

 

Exposure to Nano – It cannot be Avoided

There are at least six sources of exposure to nano materials.
The air we breathe, the water we drink, the food we eat, the
pharmaceuticals  and  supplements  we  take,  and  of  course
vaccines.

Historically, the beginning point for a large portion of our
exposure  to  nano  substances  came  from  aerial  spraying
programs.  Various  substances  have  been  sprayed  into  the
atmosphere  for  many  decades  some  of  which  are  nano  size
materials.

This  geoengineering  program  (chemtrails)  is  supposedly
designed to protect us and the Earth from the effects of the
sun in an age of elevated atmospheric carbon. This propaganda
campaign is designed to convince us that human use of fossil
fuels is the cause of disruptions in the Earth’s climate.

Previous articles on geoengineering:



Controlling  Weather  for  Profit:  Geoengineering  and  World
Dominance

Artificial Clouds and Geoengineering: Public Exposed to Toxic
Chemicals

Covert Chemical Geoengineering Programs – A Real Threat to
Public Health

The aerial spraying program consists of both high altitude and
lower altitude particle releases.

The high-altitude spraying seems to be more about supplying
material  that  benefits  the  HARP  program,  [11]  which  is  a
directed  energy  weapon  system  that  is  used  by  the  U.S.
government and the Canadian government [12] to prevent rain,
or  to  create  destructive  storms,  floods,  earthquakes,  and
fires.

The lower altitude spraying appears to be releasing particles
that are intended to infect or expose human beings to nano
substances of various types.

These  substances  enter  our  bodies  when  we  breathe.  These
substances also fall into the water we drink and are taken up
by plants into their systems. These substances collect on our
skin and are difficult to remove. They coat the leaves of
plants  and  cannot  be  washed  off.  Nothing  can  escape  this
exposure. [12]

In  addition,  nano  substances  are  intentionally  added  to
thousands of manufactured foods and cosmetics as colorings,
flavorings, preservatives, and stabilizers.

Products that contain glyphosate residue such as most grains
produced in the United States (both organic and non-organic)
also contain nano substances which are plant adjuvants. These
nano plant adjuvants make the herbicide work more effectively
and cannot be removed from the grain. [12]
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Nano titanium dioxide is added to many pharmaceuticals and
even supplements to facilitate absorption of other substances
in the pills and capsules.

Most colloidal products such as colloidal silver, gold, zinc,
and other metals now contain nano particles of these metals.
They  no  longer  contain  moderately  large  particles  of  the
metals,  which  the  body  can  easily  excrete.  Nano-sized
particles behave very differently in the body. Instead of
providing health giving benefits, nano size metals act like
toxins. [12]

 

Putting the Pieces Together

So, all human beings on the planet have been and are being
exposed  to  the  building  blocks  of  nanotechnology.
Nanotechnology is slowly and systematically being built up in
our bodies.

When the 5-G system gets fully implemented it will secretly
use  terahertz  frequencies  to  turn  on  and  utilize  the
nanotechnology that has been incorporated in our bodies.

The nanotechnology has the potential to receive and transmit
data, influence our minds, and exert harmful effects depending
on the will of those who control the system of Smart Cities.

 

Self-Repairing and Self-Reproducing Technology

Nanotechnology is not only self-assembling – it is also self-
repairing and self-reproducing. [12]

This means that even if we could surround ourselves with a
bubble and somehow only consume unadulterated nano-free food
and  water,  we  will  still  have  to  contend  with  existing
nanotechnology in our bodies that will seek to keep expanding



its presence.

 

Ultimately Everyone Could be Targeted for Activation

In the future when the systems of 5-G and nanotechnology are
fully activated, we could all be targeted individuals. Not
just a few dissenters and outspoken people, but all of us will
be potential targets – to be used, influenced, abused, and
destroyed based on the will of those who manage the activities
of the deep state for the sake of the greater good.

 

New 5-G Documentary

I interviewed filmmaker Sacha Stone in January of 2019 when he
was in the process of finishing his latest film. His name will
probably be familiar to you if you read the Health Impact News
article about the International Tribunal on Natural Law, which
has been gathering evidence about child trafficking and child
sacrifices during the last year. See:

800K Children in the U.S. Missing Each Year – International
Tribunal Exposes Pedophilia Problem – Victims Testify of Child
Sex Trafficking and Satanic Ritual Abuse

Former Catholic Nun Keri Burnor’s testimony that we referenced
at the beginning of this article is part of this Tribunal’s
efforts.

During my interview with Sacha Stone, we discussed a wide
range of topics which included the position of the Vatican in
world politics, the under-reporting of children who are being
trafficked and sacrificed in satanic rituals, and his latest
documentary on the topic of 5-G, which was in the process of
being finished at that time.

His  new  documentary  was  released  to  the  public  at  the
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beginning  of  April  and  is  entitled:  5G  APOCALYPSE  –  THE
EXTINCTION  EVENT  –  Monitoring  the  Planned  Poisoning  of
Humanity.

Sacha Stone described the film. He stated:

I am about to release a film on the subject matter of 5-G. In
the film I interviewed weapons development experts and world
leading molecular biologists. The film speaks to the truth of
what is going on with phased array antennas and interrogation
technology.

Putting phased array antennas in orbit around the Earth is
about  the  most  godless  and  frankly  wicked  thing  our
governments could do. They have no idea of what they are
doing, because they are comprised of a body of technocrats
and bureaucrats – they are simply pen-pushing functionaries.
The people who are driving the functions that those people
undertake are vested and nested special interests.

Behind  those  vested  and  nested  special  interests  are
invariably occultic interests. Again, that takes us back to
the Vatican complex and the Jesuitical complex of issues.
[13]

 

Watch Sacha Stone’s Documentary:

https://youtu.be/ol3tAxnNccY

 

Countermeasures Designed to Overcome the Newest Weapon System

It should not be assumed that our exposure to nanotechnology
and the 5-G system represents a hopeless situation.

First of all, there is a small movement to reject 5-G. The
city of Brussels has rejected the installation of the 5-G

https://www.aircrap.org/2019/04/02/5g-apocalypse-the-extinction-event/
https://youtu.be/ol3tAxnNccY


network. [14]

Perhaps this is a beginning point for a movement that other
cities will follow.

As  Keri  Burnor  learned,  it  is  possible  to  excrete
nanotechnology from the body. I found equipment for helping
the body eliminate nanotechnology which can be built at home.
Taking  baths  with  certain  ingredients  can  remove  nano
materials. There also are many ways that can be used to block
gigahertz  and  terahertz  electromagnetic  frequencies  from
entering our homes and offices.

For those of us who value the clear functioning of our minds
and want to protect ourselves from thought control, emotional
lethargy, chronic disabling pain, paralysis of the will, and
death from this system – we will need to take strong steps to
protect ourselves and our families.

As the 5-G system is implemented around the world – including
5-G from satellites, we will no longer be able to go to remote
locations with the hope of escaping EMF exposure.

We  also  can’t  avoid  nano  contamination.  We  all  have  been
infected with nano substances from numerous sources, including
even organic food.

The good news is that it is possible to expel nanotechnology
from the body and to prevent nano from reaching a level where
it can be activated with terahertz frequencies.

Future articles will address some of the things that we can do
to reduce our exposure to nano substances and our exposure to
electromagnetic frequencies.

The future may be grim for humanity, but we don’t have to lay
down, roll over, play dead, and wait until the newest weapon
system takes control over our minds and brings us to an early
grave. There are steps we can take to protect and preserve our
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lives and our freedoms.

The first step is awareness, and that is the main purpose of
this article.
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https://youtu.be/tI043wYwANA

 

Simon Parkes and Sacha Stone take a deep and profound dive
into the diabolical 5G technology, which is not about faster
gaming or faster movie download convenience. They discuss the
massive  tree  cutting  we  see  happening  today  which  is  to
facilitate the 5G grid while we are paying the bills for it.
And  how  the  media,  the  corporate  system  and  academia  are
transformed  into  diabolical  propaganda  machines  for  5G
technology. But most important, how this 5G shit offers us the
perfect  conditions  to  access  our  higher  states  of
consciousness  and  real  potentials.

Video Source: Simon Parkes

Sacha Stone’s youtube channel and his website here:
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https://www.youtube.com/user/NewEarthNation

https://newearthnation.org/

See also: 5G Apocalypse – The Extinction Event

Technocracy Rising: The Hard
Road to World Order
Source:  The Corbett Report

 

 

Watch this video on BitChute / DTube / YouTube or Download the
mp4

SHOW NOTES:

Technocracy.news

Technocracy: The Hard Road to World Order

Previous Patrick Wood Interviews

How/Why Big Oil Conquered The World

Patrick Wood Exposes the “Resource-Based Economy”

What Is Sustainable Development?

The Hard Road to World Order
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Analysis: The Benefits Of Technocracy In China

Made in China: The Revenge of the Nerds

Earth Dollar

Episode 328 – The Bitcoin Psyop

 

Description

Technocracy: The Hard Road to World Order

by Patrick Wood

 

In 1974, Trilateral Commission member and academic Richard
Gardner wrote an article “The Hard Road to World Order” for
Foreign  Affairs  magazine,  predicting  the  future  of  the
Commission’s self-proclaimed New International Economic Order.
Gardner spoke of an “end-run around national sovereignty”, a
“booming, buzzing confusion” and building it from the “bottom
up” rather than attempting an “old-fashioned frontal assault.”

After almost 45 years, it is time to examine the record. In
Technocracy: The Hard Road to World Order, Wood traces the
steps  and  developments  that  led  to  the  United  Nations’
establishment of Sustainable Development as an outgrowth of
historic Technocracy from the 1930s. UN programs such as 2030
Agenda, New Urban Agenda and the Paris Climate Agreement are
all  working  together  to  displace  Capitalism  and  Free
Enterprise  as  the  world’s  principal  economic  system.

As a resource-based economic system, Sustainable Development
intends to take control of all resources, all production and
all  consumption  on  planet  earth,  leaving  all  of  its
inhabitants to be micro-managed by a Scientific Dictatorship.

https://www.technocracy.news/analysis-the-benefits-of-technocracy-in-china/
http://content.time.com/time/magazine/article/0,9171,165453,00.html
https://earthdollar.org/home/
https://www.corbettreport.com/bitcoinpsyop/
http://www.technocracy.news/product/technocracy-the-hard-road-to-world-order/
https://amzn.to/2CUGPls


Topics covered include the devolution of federal governments
combined  with  the  rise  of  global  Smart  Cities.  Tools  are
examined,  like  ubiquitous  surveillance,  collaborative
governance,  Public-Private  Partnerships,  Reflexive  Law,
Fintech, including crypto currencies and the drive toward a
cashless society.

The  spiritual  aspect  of  Sustainable  Development  is  also
explored as an important component of manipulation. Looking
underneath the cover of globalization, Wood shatters the false
narrative of a promised Utopia and exposes the true nature of
the deception used to promote this new economic order.

Those elite who hate the bedrock of American liberty and its
time-tested Constitution have pulled out all the stops to
destroy both, and it’s time for citizens to stand up to reject
them. As always, Wood closes with the nature of effective
resistance and the tools that can help to achieve success.

 

The  Age  of  Tyrannical
Surveillance:  We’re  Being
Branded, Bought and Sold for
Our Data
by John W. Whitehead
February 26, 2019
Source
 

“We know where you are. We know where you’ve been. We can
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more or less know what you’re thinking about… Your digital
identity  will  live  forever…  because  there’s  no  delete
button.”—Former Google CEO Eric Schmidt

Uncle Sam wants you.

Correction: Big Brother wants you.

To be technically accurate, Big Brother—aided and abetted by
his corporate partners in crime—wants your data.

That’s  what  we  have  been  reduced  to  in  the  eyes  of  the
government and Corporate America: data bits and economic units
to be bought, bartered and sold to the highest bidder.

Those highest bidders include America’s political class and
the politicians aspiring to get elected or re-elected. As the
Los Angeles Times reports, “If you have been to a political
rally, a town hall, or just fit a demographic a campaign is
after, chances are good your movements are being tracked with
unnerving  accuracy  by  data  vendors  on  the  payroll  of
campaigns.”

Your phones, televisions and digital devices are selling you
out to politicians who want your vote.

Have you shopped at Whole Foods? Tested out target practice at
a gun range? Sipped coffee at Starbucks while surfing the web?
Visited an abortion clinic? Watched FOX News or MSNBC? Played
Candy Crush on your phone? Walked through a mall? Walked past
a government building?

That’s all it takes for your data to be hoovered up, sold and
used to target you.

This is the age of surveillance capitalism.

Incredibly,  once  you’ve  been  identified  and  tracked,  data
brokers  can  travel  back  in  time,  digitally  speaking,  to
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discover where you’ve been, who you’ve been with, what you’ve
been doing, and what you’ve been reading, viewing, buying,
etc.

Once you’ve been identified in this way, you can be tracked
endlessly.

“Welcome to the new frontier of campaign tech — a loosely
regulated world in which simply downloading a weather app or
game, connecting to Wi-Fi at a coffee shop or powering up a
home router can allow a data broker to monitor your movements
with ease, then compile the location information and sell it
to a political candidate who can use it to surround you with
messages,” writes journalist Evan Halper.

No one is spared.

In  this  regard,  we  are  all  equals:  equally  suffering  the
indignity of having every shred of privacy stripped away and
the most intimate details of one’s life turned into fodder for
marketers and data profiteers.

This creepy new era of government/corporate spying—in which
we’re being listened to, watched, tracked, followed, mapped,
bought, sold and targeted—makes the NSA’s surveillance appear
almost antiquated in comparison.

What’s worse, this for-profit surveillance capitalism scheme
is made possible with our cooperation.

All those disclaimers you scroll though without reading them,
the ones written in minute font, only to quickly click on the
“Agree”  button  at  the  end  so  you  can  get  to  the  next
step—downloading software, opening up a social media account,
adding a new app to your phone or computer—those signify your
written consent to having your activities monitored, recorded
and shared.

Think about it.

https://www.latimes.com/politics/la-na-pol-campaign-tech-privacy-20190220-story.html
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Every  move  you  make  is  being  monitored,  mined  for  data,
crunched, and tabulated in order to form a picture of who you
are, what makes you tick, and how best to influence and/or
control you.

On any given day, the average American going about his daily
business will be monitored, surveilled, spied on and tracked
in  more  than  20  different  ways  by  both  government  and
corporate eyes and ears. A byproduct of this new age in which
we live, whether you’re walking through a store, driving your
car, checking email, or talking to friends and family on the
phone,  you  can  be  sure  that  some  government  agency  is
listening  in  and  tracking  your  behavior.

With every smartphone we buy, every GPS device we install,
every Twitter, Facebook, and Google account we open, every
frequent  buyer  card  we  use  for  purchases—whether  at  the
grocer’s, the yogurt shop, the airlines or the department
store—and every credit and debit card we use to pay for our
transactions, we’re helping Corporate America build a dossier
for its government counterparts on who we know, what we think,
how we spend our money, and how we spend our time.

The technology has advanced so far that marketers (political
campaigns are among the worst offenders) can actually build
“digital fences” around your homes, workplaces, friends and
family’s homes and other places you visit in order to bombard
you  with  specially  crafted  messages  aimed  at  achieving  a
particular outcome.

If anyone else stalked us in this way—tailing us wherever we
go,  tapping  into  our  calls,  reading  our  correspondence,
ferreting out our secrets, profiling and targeting us based on
our interests and activities—we’d call the cops.

Unfortunately, the cops (equipped with Stingray devices and
other Peeping Tom technologies) are also in on this particular
scam.

https://www.latimes.com/politics/la-na-pol-campaign-tech-privacy-20190220-story.html
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It’s not just the surveillance and the buying and selling of
your data that is worrisome.

The ramifications of a government—any government—having this
much unregulated, unaccountable power to target, track, round
up and detain its citizens is beyond chilling.

Imagine what a totalitarian regime such as Nazi Germany could
have done with this kind of unadulterated power.

Imagine what the next police state to follow in Germany’s
footsteps  will  do  with  this  kind  of  power.  Society  is
definitely  rapidly  moving  in  that  direction.

We’ve made it so easy for the government to watch us.

Government eyes see your every move: what you read, how much
you spend, where you go, with whom you interact, when you wake
up in the morning, what you’re watching on television and
reading on the internet.

Every  move  you  make  is  being  monitored,  mined  for  data,
crunched, and tabulated in order to form a picture of who you
are, what makes you tick, and how best to control you when and
if it becomes necessary to bring you in line.

If  you’re  an  activist  and  you  simply  like  or  share  this
article on Facebook or retweet it on Twitter, you’re most
likely  flagging  yourself  as  a  potential  renegade,
revolutionary or anti-government extremist—a.k.a. terrorist.

Yet whether or not you like or share this particular article,
simply  by  reading  it  or  any  other  articles  related  to
government  wrongdoing,  surveillance,  police  misconduct  or
civil  liberties  is  enough  to  get  you  categorized  as  a
particular kind of person with particular kinds of interests
that reflect a particular kind of mindset that might just lead
you  to  engage  in  a  particular  kinds  of  activities.  The
corporate state must watch and keep tabs on you if it is to

https://theintercept.com/2016/04/14/in-undisclosed-cia-investments-social-media-mining-looms-large/
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keep you in line.

Chances are, as the Washington Post has reported, you have
already  been  assigned  a  color-coded  threat  assessment
score—green, yellow or red—so police are forewarned about your
potential  inclination  to  be  a  troublemaker  depending  on
whether you’ve had a career in the military, posted a comment
perceived as threatening on Facebook, suffer from a particular
medical condition, or know someone who knows someone who might
have committed a crime.

In other words, you might already be flagged as potentially
anti-government in a government database somewhere—Main Core,
for example—that identifies and tracks individuals (so they
can be rounded up and detained in times of distress) who
aren’t inclined to march in lockstep to the police state’s
dictates.

The government has the know-how.

As  The  Intercept  reported,  the  FBI,  CIA,  NSA  and  other
government agencies are increasingly investing in and relying
on  corporate  surveillance  technologies  that  can  mine
constitutionally protected speech on social media platforms
such as Facebook, Twitter and Instagram in order to identify
potential extremists and predict who might engage in future
acts of anti-government behavior.

It’s happening already in China.

Millions of Chinese individuals and businesses, blacklisted as
“unworthy” based on social media credit scores that grade them
based  on  whether  they  are  “good”  citizens,  have  now  been
banned from accessing financial markets, buying real estate or
travelling by air or train. Among the activities that can get
you labeled unworthy are taking reserved seats on trains or
causing trouble in hospitals.

Get ready, because all signs point to China serving as the
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role model for our dystopian future.

When  the  government  sees  all  and  knows  all  and  has  an
abundance of laws to render even the most seemingly upstanding
citizen a criminal and lawbreaker, then the old adage that
you’ve got nothing to worry about if you’ve got nothing to
hide no longer applies.

Apart from the overt dangers posed by a government that feels
justified and empowered to spy on its people and use its ever-
expanding arsenal of weapons and technology to monitor and
control them, there’s also the covert dangers associated with
a  government  empowered  to  use  these  same  technologies  to
influence behaviors en masse and control the populace.

In fact, it was President Obama who issued an executive order
directing federal agencies to use “behavioral science” methods
to minimize bureaucracy and influence the way people respond
to government programs.

It’s a short hop, skip and a jump from a behavioral program
that tries to influence how people respond to paperwork to a
government program that tries to shape the public’s views
about other, more consequential matters.

Add pre-crime programs into the mix with government agencies
and  corporations  working  in  tandem  to  determine  who  is  a
potential  danger  and  spin  a  sticky  spider-web  of  threat
assessments, behavioral sensing warnings, flagged “words,” and
“suspicious” activity reports using automated eyes and ears,
social media, behavior sensing software, and citizen spies,
and you having the makings for a perfect dystopian nightmare.

This is the kind of oppressive pre-crime and pre-thought crime
package  foreshadowed  by  George  Orwell,  Aldous  Huxley  and
Phillip K. Dick.

Remember, even the most well-intentioned government law or
program can be—and has been—perverted, corrupted and used to
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advance illegitimate purposes once profit and power are added
to the equation.

The war on terror, the war on drugs, the war on illegal
immigration, asset forfeiture schemes, road safety schemes,
school safety schemes, eminent domain: all of these programs
started out as legitimate responses to pressing concerns and
have since become weapons of compliance and control in the
police state’s hands.

In the right (or wrong) hands, benevolent plans can easily be
put to malevolent purposes.

Surveillance, digital stalking and the data mining of the
American  people—weapons  of  compliance  and  control  in  the
government’s hands, especially when the government can listen
in on your phone calls, monitor your driving habits, track
your movements, scrutinize your purchases and peer through the
walls of your home—add up to a society in which there’s little
room  for  indiscretions,  imperfections,  or  acts  of
independence.

This is the creepy, calculating yet diabolical genius of the
American  police  state:  the  very  technology  we  hailed  as
revolutionary and liberating has become our prison, jailer,
probation  officer,  Big  Brother  and  Father  Knows  Best  all
rolled into one.

It turns out that we are Soylent Green.

The 1973 film of the same name, starring Charlton Heston and
Edward  G.  Robinson,  is  set  in  2022  in  an  overpopulated,
polluted, starving New York City whose inhabitants depend on
synthetic foods manufactured by the Soylent Corporation for
survival.

Heston plays a policeman investigating a murder, who discovers
the grisly truth about the primary ingredient in the wafer,
soylent green, which is the principal source of nourishment



for a starved population. “It’s people. Soylent Green is made
out of people,” declares Heston’s character. “They’re making
our food out of people. Next thing they’ll be breeding us like
cattle for food.”

Oh, how right he was.

Soylent Green is indeed people or, in our case, Soylent Green
is our own personal data, repossessed, repackaged and used by
corporations and the government to entrap us.

We, too, are being bred like cattle but not for food.

Rather, as I make clear in my book Battlefield America: The
War on the American People, we’re being bred, branded, bought
and sold for our data.

As the insidious partnership between the U.S. government and
Corporate America grows more invasive and more subtle with
every passing day, there’s virtually no way to opt out of
these  assaults  on  your  digital  privacy  short  of  being  a
modern-day  Luddite,  completely  disconnected  from  all
technology.

Indeed, George Orwell’s description of the world of 1984 is as
apt a description of today’s world as I’ve ever seen: “You had
to  live—did  live,  from  habit  that  became  instinct—in  the
assumption  that  every  sound  you  made  was  overheard,  and,
except in darkness, every movement scrutinized.”

What we desperately lack and urgently need is an Electronic
Bill of Rights that protects “we the people” from predatory
surveillance and data-mining business practices.

Without constitutional protections in place to guard against
encroachments on our rights in the electronic realm, it won’t
be  long  before  we  find  ourselves,  much  like  Edward  G.
Robinson’s character in Soylent Green, looking back on the
past with longing, back to an age where we could speak to whom

http://www.amazon.com/Battlefield-America-War-American-People/dp/1590793099
http://www.amazon.com/Battlefield-America-War-American-People/dp/1590793099
https://www.theepochtimes.com/the-need-for-an-electronic-bill-of-rights-part-2_2801273.html
https://www.theepochtimes.com/the-need-for-an-electronic-bill-of-rights-part-2_2801273.html


we wanted, buy what we wanted, think what we wanted without
those thoughts, words and activities being tracked, processed
and  stored  by  corporate  giants  such  as  Google,  sold  to
government agencies such as the NSA and CIA, and used against
us  by  militarized  police  with  their  army  of  futuristic
technologies.
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The INTERNET OF THINGS, 5G WIFI, SMART METERS, SURVEILLANCE
And CONTROL OH MY!! (With Jerry Day)

https://youtu.be/VAdekZ_IP4c

The internet of things, or IoT, is a system of interrelated
computing devices, mechanical and digital machines, objects,
animals or people that are provided with unique identifiers
(UIDs) and the ability to transfer data over a network without
requiring human-to-human or human-to-computer interaction. A
key  component  of  this  system  are  smart  meters  that  are
connected  to  smart  appliances  in  houses  located  in  smart
cities. In this video Dan Dicks of Press For Truth speaks with
Jerry Day from the EMF Help Center about the dangers of smart
meters, the internet of things, where this is all heading and
most importantly what you as an individual can do to protect
yourself and your family moving forward.

Follow Dan Dicks:

FACEBOOK ➜ http://www.facebook.com/PressForTruth
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Harry Blazer on Artificial Intelligence

 

In  his  discussion  with  Hugo  de  Garis  on  Artificial
Intelligence, Harry Blazer gave an impassioned description of
our mysterious governance system on planet earth, the dangers
that AI is belng used to implement central control and the
risks this poses to life.
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